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1. Introduction

1.1 Présentation :

Je m'appelle Alexandre FOUCHER, j'ai 19 ans et j'ai toujours été intéressé par l'informatique et les
systémes numériques. Mon parcours scolaire a débuté avec |I'obtention d'un Bac Pro Systeme
Numérique, Option RISC (Réseaux informatiques et Systémes Communicants), au lycée Saint Félix-La
Salle. Cette formation m'a permis d'acquérir une premiére approche des technologies numériques et
m'a conforté dans mon choix de poursuivre mes études dans ce domaine.

Apresle bac, j'aiintégré un BTS SIO (Services Informatiques aux Organisations) Option SISR (Solutions
d'Infrastructure, Systémes et Réseaux) au lycée Saint Félix-La Salle. Cette formation m’a permis
d'approfondir mes compétences techniques dans les réseaux informatiques, I'administration
systéme, et la gestion d'infrastructures. Le format en alternance/CFA de ce BTS correspond
parfaitement a mes attentes, car il me permet de combiner théorie et pratique professionnelle.

Au cours de ma formation BAC Professionnel, j'aieu l'opportunité d'effectuer mes périodes de stage
au sein de deux structures. Mon premier stage s'est déroulé a la Communauté de Communes Sud
Estuaire, une collectivité territoriale regroupant plusieurs communes. Cette expérience m'a permis
de découvrir la gestion d'une infrastructure informatique multi-sites, avec les problématiques
spécifiques aux collectivités : gestion du parcinformatique dispersé géographiquement, support aux
utilisateurs dans différentes mairies et sites, respect des contraintes budgétaires publiques. J'aipuy
développer mes compétences en gestion des actifs informatiques et support utilisateur.

Mon second stage s'est effectué chez Atlanpolis, entreprise spécialisée dans le commerce de détail
de matériel informatique, d'unités périphériques et de logiciels. Située a Orvault (44), Atlanpolis
propose une large gamme de produits informatiques, du matériel multimédia, hi-fi et
électroménager, tant aux entreprises qu'aux particuliers, via son magasin physique et sa plateforme
de vente en ligne. L'entreprise dispose également d'un service aprés-vente et d'un atelier de
réparation informatique.

Ces deux expériences complémentaires m'ont apporté une vision a la fois du service public et du
secteur privé, enrichissant ainsi ma formation et ma compréhension des métiers des réseaux et
systémes informatiques. Elles m'ont également permis de confirmer mon intérét pour
I'administration réseau et la gestion d'infrastructures, domaines dans lesquels je souhaite me
spécialiser.

A l'issue de mon BTS SIO, je compte poursuivre mes études vers un Bac+4 Administrateur Systéme et
Réseaua I'ENI en alternance, afin de me perfectionner davantage et d'acquérir une expertise dans ce
secteur en constante évolution.
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1.2 Remerciements :

Au terme de mon alternance au sein du service informatique de la Communauté de Communes Sud
Estuaire, je tiens a exprimer ma profonde gratitude envers toutes les personnes qui ont contribué a
rendre cette expérience enrichissante et formatrice.

Mes remerciementsvont en premierlieua M. Fabian CHOLET pour la confiance qu'il m'a accordée en
acceptant ma demande d'alternance au sein du service informatique de la CCSE. Cette opportunité
m'a permis de découvrir le monde des collectivités territoriales et de développer mes compétences
dans un environnement professionnel exigeant et formateur.

Je suis tres reconnaissant envers Guilhem PESENTI et David BERNIER, avec qui j'ai passé le plus de
temps et qui m'ont transmis un grand nombre de connaissances en lien direct avec ma formation.
Leur encadrement bienveillant, leur patience etleurs conseils avisés ont été déterminants dans mon
apprentissage. Grace a leur guidance, j'ai pu développer des compétences solides en support
utilisateurs, et une meilleure vision sur la gestion d’une infrastructure, tout en apprenant a adopter
une approche professionnelle et méthodique face aux différentes problématiques rencontrées.

Un grand merci également a lI'ensemble de I'équipe informatique de la CCSE pour leur accueil
chaleureux et leur disponibilité. La bienveillance dont ils ont fait preuve m'a permis de me sentir a
ma place et de travailler dans d'excellentes conditions durant cette période en entreprise. Les
échangesavecchacun d'entre eux ont été enrichissants et m'ont aidé a mieux comprendre les enjeux
de la gestion informatique dans le secteur public.

Cette expérience d'alternance a dépassé mes attentes et a été déterminante dans la construction de
ma vision du monde professionnel. Elle renforce ma détermination a continuer dans le domaine des
réseaux et systémes informatiques, et a contribuer de maniére significative a mon futur
environnement professionnel.

Mes plus sincéres remerciements a tous pour avoir rendu cette période d'alternance aussi
formatrice.
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2. Présentation entreprise :

2.1 Qu’est-ce que la Communauté de Communes Sud-Estuaire ?

La Communauté de Communes Sud-Estuaire est un établissement public de coopération
intercommunale (EPCI) situé entre Nantes et Saint-Nazaire dans le département de la Loire-
Atlantique (44).

Créée le ler janvier 1997, elle regroupe six communes : Corsept, Frossay, Paimboeuf, Saint-Brevin-
les-Pins, Saint-Pere-en-Retz et Saint-Viaud.

La communauté compte environ 31 440 habitants a I'année et environ 60 000 habitants en période
estivale.

Frossay

2.2 Que fait la Communauté de Communes Sud-Estuaire ?

Les services de la Communauté de Communes Sud Estuaire interviennent dans les secteurs de
I'environnement, du développement économique et des services a la population. La collecte des
ordures ménageres etdu tri constitue I'une de ses compétences principales. Dans le domaine social,
elle gére notamment une créche intercommunale, une école de musique, des structures pour les
jeunes et un guichet unique d'information aux personnes agées.

La CCSE a également mis en place une organisation basée sur la mutualisation des services entre les
communes membres. Cette mutualisation permet d'optimiser les ressources et d'offrirune meilleure
gualité de service aux habitants. Ainsi, plusieurs services sont partagés entre les six communes et la
CCSE : le service finance, la commande publique, les ressources humaines et le service informatique
fonctionnent de maniere mutualisée pour I'ensemble du territoire. Cette organisation permet une

gestion plus efficace et une harmonisation des pratiques administratives. |l convient de noter que

Saint-Pére-en-Retz a fait le choix de conserver une certaine autonomie : cette commune ne bénéficie
pas des services mutualisés, et la CCSE intervient uniquement pour la ge stion des écoles, des activités
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périscolaires (APS) et des accueils de loisirs hors scolaire (ALHS).

2.3 Services Sud Estuaire

(Services mutualisés avec les communes en bleu dans la branche CCSE)

B 5ervices mucuslisés svec les communes
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3. Missions réalisées

3.1 Support Utilisateurs (Ticketing, Hotline)

Ticketing via la plateforme GLPI (Gestionnaire Libre de Parc Informatique), traitement d’incidents et
demandes.

o O reser: - RS 2
3.5K °n N2 C 0 8 @ 9 ©
s Tickets entrants Kats on attent .
@ Tableau de bord
@ Tickets
+ Créer un ticket v | Attibué A - Technicien = - est ~ (Administrateur) ADMIN
& Problames ET = | Corncicistuas - Statwt + | ost = | En
B Changements
| = nechercher |
T ©A B

En cours (Attribué) - 07-10-2025 15:37 Renouveiement StBrévin Les Pins Utiisateur » P o711
i (Administrateur)  matériel
iy
En cours (Attribud)  07-10-2025 15:36 St Brévin Les Pins Utiisateur > P o7-1-:
i (Administrateur)
iy
En cours (Atribud)  16-10-202510:30 | Ajout matériels StBrévin Les Pins Uthisateur » Pc 05-11-
i (Administrateur)
iy

L’application Cisco Webex est une plateforme unique qui offre un ensemble complet et intégré
d‘outils d’appels, de messagerie, de réunions, de collaboration en équipe, de centres de contact et
d’appareils. Utilisée pourla messagerie textuelle, latéléphonie, et la visioconférence dans notre cas.

AF Définir un statut Q. Rechercher, rencontrer et appeler Ctrl+F + (& Se connecter a un périphérique

Messagerie ° Messages recommandés &

Tous Direct

Vous avez terminé votre rattrapage.

10
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3.2 Gestion de I'inventaire (OCS Inventory)

OCS Inventory NG (Open Computer and Software Inventory) est une application permettant de
réaliser un inventaire sur la configuration matérielle des machines du réseau, sur les logiciels quiy
sont installés et de visualiser ces informations grace a une interface web.

sl .o - ’ &
inventory "

Mon tableau de bord

715 692 16 7 0 22 8805

Machine(s) Windows Unix Android Autres Systeme Logiciel

Machines ayant pris contact aujourd'hul

13 164 1 0

Total Windows Unix Android

Statistiques

Agents différents W0CS-NO_WINOOWS_AGENT_V280:4 Nombre 4'0S différents

§

NG_UNIFIED_UNIX_AGENT_V280

0CS-
NG_UMIFIED_UNIX_AGENT_V210.0
BOCS NG_ANDROID_AGENT_V27

"

xdows 11 Professionnel pour
st ravai

WOetian GNULIN 116

MDedisn GNULIN 1212

Dernler contact > 15 jours

3.3 Masterisation, Déploiement de postes (FOG Project)

Fog Project est un logiciel sous Linux qui va permettre d'effectuer nos déploiements pour machines
Windows, Linux, et Mac. Le déploiementsurles clients se fera par le biais d'un serveur PXE fourni par
Fog Project.

J'ai pu réaliser des images de postes, ainsi que leur déploiement.

Tableau de bord
Présentation du systéme Activité du groupe de stockage Utilisation du disque du nceud de stockage
nformations sur le serveur en un coup il Actiité actuelle des groupes sélectionnés tisation du disque du noeud sélectionng
ideniifiant
Serveur Web
Charge moyenne 0.00,0.04,007 W Libee: 10
W o attents: 0 W Libre: 12060 GiB
Temps de fonctionnement . isi: i
- Up: 61 jours 0 heures 11 mins ey s en
au systéme
defaull v Defaufiidember * (Unautmarized)
Clonage des 30 demiers jours
1
oan can oct1s oar oct1g oan can oetzs oaz oz oan v 02 How 04 v 06 Nov o Nov 10
Bande passante
Bande passante - Transmission Transmission Réception Temps - 2 minutes 2 minutes 10 minutes 30 minutes 1 heure
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4. Projet 1 : Mise en place de GLPI

Compétences visées par ce projet :

e Gérer le patrimoine informatique

e Répondre aux incidents et demandes d’assistance et d’évolution
e Travailler en mode projet

e Mettre a disposition des utilisateurs un service informatique

4.1 Analyse des besoins

L'entreprise souhaite mettre en place GLPI (Gestion Libre de Parc Informatique) pour répondre aux
problématiques. GLPI est une solution open source reconnue, qui permettra de centraliser
I'ensemble des informations et processus liés a la gestion du parc informatique.

Cette mise en place présente plusieurs avantages significatifs. Tout d'abord, elle offre une
centralisation complete pour tous les actifs (matériels, logiciels, licences, contrats). L'inventaire
automatisé via I'agent GLPI permet de maintenirdes donnéesa jour entempsréel, éliminant ainsiles
fichiers Excel dispersés et les risques d'obsolescence des informations.

4.2 Présentation de GLPI

GLPI (Gestion Libre de Parc Informatique) est une solution open source, utilisée par plus de 11
millions d’utilisateurs dans le monde. Développée depuis 2003, elle est maintenue par une
communauté active de développeurs et bénéficie d'un support professionnel.

La solution s'appuie sur une architecture web (PHP/MySQL) accessible via navigateur, facilitant ainsi
le déploiement et I'utilisation sans installation cliente.

Le systéme de ticketing intégré transforme la gestion du support. Les utilisateurs pourrontcréerleurs
demandes via un portail en libre-service ou par email. Chaque ticket sera automatiguement tracé,
catégorisé et priorisé selon des régles définies. Les techniciens disposeront d'une vue sur toutes les
demandes en cours, avec des informations sur l'utilisateur et son équipement.

421 Gestion des actifs

Le module de gestion des actifs permet d'inventorier tous les équipements informatiques :
ordinateurs (fixes, portables, serveurs), moniteurs, imprimantes, équipements réseau, téléphones, et
autres périphériques. Pour chaque actif, GLPl enregistre les informations détaillées : modéle, numéro
de série, date d'achat, fournisseur, localisation, utilisateur assigné, état (en service, en stock, en
maintenance).

12
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L'inventaire automatique est assuré par GLPI Agent (successeur de Fusionlnventory), quisera
déployé surl'ensemble des postes de travail. L'agent remonte automatiquement les informations
matérielles (CPU, RAM, disque dur) et logicielles (OS, applications installées) au serveur GLPI. Les
remontées peuvent étre planifiées quotidiennement ou hebdomadairement selon les besoins. Pour
les serveurs Linux, un inventaire par SSH est également possible.

4.2.2 Extensions et Plugins

GLPIdispose d'un écosystéme riche de plugins officiels et communautaires qui pourront étre ajoutés
ultérieurement selon les besoins.
Tels que :

e GLPI Agent: collecte automatique d'inventaire, inclus par défaut
e Dashboard : tableaux de bord enrichis avec graphiques avancés (optionnel)

D'autres plugins pourront étre évalués dans une phase ultérieure, notamment : Escalade (gestion
avancée des escalades de tickets), Impact Analysis (analyse d'impact des pannes)...

4.2.3 Active Directory

L'authentification sera centralisée via I'Active Directory. Les utilisateurs se connecteront a GLPI avec
leurs identifiants Windows habituels, éliminant ainsi la nécessité de gérer des comptes séparés. La
synchronisation automatique importera les utilisate urs de I'AD, facilitant I'attribution des droits par
groupes.

4.2.4 Déploiement de GLPI Agent

GLPI Agent sera déployé sur I'ensemble des postes de travail pour automatiser l'inventaire. L'agent
estun programme léger qui s'exécute en tache de fond et remonte périodiquement les informations
au serveur GLPI. Le déploiement s'effectuera via GPO (Group Policy Object) sur le domaine Active
Directory pour les postes Windows, et via un script de déploiement pour les postes Linux.

La configuration de l'agent définira la fréquence des inventaires, 'URL du serveur GLPI, et les
informations a collecter (matériel, logiciels, mises a jour, utilisateurs connectés). L'agent GLPI est
cross-platform (Windows, Linux, macOS) et open source, assurant une compatibilité totale avec
I'environnement hétérogeéne de l'entreprise.

13
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4.3 Mise en place de GLPI

4.3.1 Installation de GLPI

Tout d’abord pour l'installation de GLPI, il faut mettre a jour les paquets via :

apt update && upgrade

F‘|++H1r|+ 1 http:. ] .
H‘|“|‘I—'lf|‘|’ 2 ht i urity InRelease

: 8. Installation de : @Supprimé& @ @. MNon mis & jour :

InstaIIat|on des paquets pour le serveur web, PHP et la base de données.

apt install apache2 php mariadb-server

# apt install php apachez mar iadb-server

Ensuite, installation des différents paquets PHP permettant le bon fonctionnement de GLPI.

apt-getinstallphp-xmlphp-common php-json php-mysql php-mbstring php-curl php-gd php-int! php-
Zip php-bz2 php-imap php-apcu

-P-GLPI:™# apt install php-xml [_JH p-common php-Jjson php-mysgl php-mbstring php-curl php-gd php-intl php-zip php-bz2 php-imap php-apcu

Pour permettre une authentification LDAP a GLPI, il faut installer le paquet php-Ildap.

apt-get install php-Idap

root@SREY-P-GLRI:™# apt install php-ldap

Sécurisation basique de la base de données par plusieurs instructions :
mysql_secure_installation

root@sRY-P-GLPI:™# mysgl_secure_installation_

Cette commande permet de changer le mot de passe « root », désactiver la connexion a distance
root, etc... (voir ci-dessous)

14



Rapport E5

Sud Estuaire

UiMM

POLE FORMATION

LAFABRIQUE
DELAVENIR

Fab’
Ac%%emy
s —

You already hawe your root account protected, soo

You already

Chan

e that all ch made s

your MariaDB

15



Sud Estuaire Rapport E5 L:&%@gﬂ ACCIdemy

Ensuite, il faut se connecter a la base de données avec la commande : « mysql-u root -p » (faire
entrer s’iln’y a pas de mot de passe), pour la configuration, la base de données se nommera

« DB_GLPI » par lacommande « CREATE DATABASE DB_GLPI; » , puis donner tous les privileges a un
utilisateur de la base données « glpi_admin », on rafraichit les privileges « flush privileges; », et
quitter le menu avec la commande « EXIT ;»

2 Debian 12

i, Oracle, MariaDB Corporation gb and others.

" for help. Type 'sc' to clear the current input

W DE_GLFI.* TO glpi_admin@localhost IDEMTIFIED BY ''F

HMariabB [(none)]:

Maintenant que la base de données est configurée, il faut télécharger le fichier pour l'installation de
GLPI, pourcela, se déplacer dans le dossiertemporaire avecla commande : cd /tmp, puis télécharger
le fichier sur GitHub avec la commande :

wget https://github.com/glpi-project/glpi/releases/download/11.0.0/glpi-11.0.0.tgz

-P-GLPI:™# cd Atmps

-P-GLPI:/tmp# wget https://github.comsglpi-projectsglpisreleases/dounloads11.6.6/2lpi-11.6.6.122

Apresle téléchargement du fichier compressé, il suffit de décompresser celui-ci avec la commande :

tar -xzvf glpi-11.0.0.tgz -C /var/www/

root@sRMV-P-GLPI: Atmp# tar -xzvf glpi-11.8.6.1t2z -C Avarsuwws_

Désormais, il faut changer le propriétaire des fichiers GLPI afin que ce soit I'utilisateur Apache2

chown www-data /var/www/glpi/ -R

rogtasRY-P-GLPI: Atmp# chown wwow-data Avarsuonsglpis -R

Ensuite, créerle dossier correspondanta GLPIdans le /etc et mettre les droits a I'utilisateur Apache2
sur ce dossier

mkdir /etc/qlpi
chown www-data /etc/glpi/

rao

rooti

Maintenant, déplacer et créer des fichiers aux bons endroits et donner des droits corrects pour
I'utilisateur Apache2

mv /var/www/glpi/config /etc/qlpi

16
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mkdir /var/lib/glpi

chown www-data /var/lib/glpi/
mv Jvar/www/qglpi/files /var/lib/qlpi
mkdir /var/log/qglpi

chown www-data /var/log/glpi

'TrAtmp#
T tmpd mk
T Atmpd chown www-d

-GLPI: A tmp#
-GLPI: A tmp#

root@sRV-P-GLPI: Atmp#

Maintenant que les fichiers sont déplacés et cré és aux bons endroits, il faut spécifier ou GLPI doit
chercher les données.
Pour ce faire, j’ai installé vim comme éditeur de texte, afin de remplacer nano qui est natif.

Pour ce faire, installer le paquet vim :
apt install vim

root@sRY-P-GLPI: Atmp# apt install wim

Pour créer le fichier attendu, il faut utiliser la commande :
vim /var/www/glpi/inc/downstream.php

tream. php_

GLPI_COMFIG_ . al_define.php')) {
GLPI_CONFIG_DIR . '/local_define.php's

<?php

define('GLPI_CONFIG_DIR', '/etc/qlpi/");

if (file_exists(GLPI_CONFIG_DIR. "/local_define.php')) {
require_once GLPI_CONFIG_DIR. Y/local_define.php’;

}

Le premier fichier de configuration est configuré, il faut créer un second permettant de préciser les
chemins vers les répertoires « files » et « log »

ro0t@SRY-P-GLPI:™# wim setc/e¢lpislocal_define.php

17



S;d éstuaire Rapport ES5

UIMM BTN
g Academy
weenove, [l — —
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ﬁu+1nuu GLPI th DIR'

<?php
define('GLPI_VAR_DIR', '/var/lib/glpi/files’);

define('GLPI_LOG_DIR', '/var/log/qglpi');

Apres avoir configuré cela, il faut mettre en place la configuration Apache2 pour I'accés web dans un

fichier .conf.
vim /etc/apache2/sites-available/glpi.ntxsystem.conf
rootd -P-GLPI:™# wim Afetcrsapac

<YirtualHo
oe : NTxsystem.tech

DocumentRoot Avarswwwsglpispublic

{Directary sv

REQOUEST_FILEWAME: !-f
% index.php [GO5A,L]

<VirtualHost *:80>
ServerName glpi.ntxsystem.conf

DocumentRoot /var/www/glpi/public
<Directory /var/www/glpi/public>

Require all granted

RewriteEngine On

RewriteCond %{REQUEST_FILENAME} !-f

RewriteRule /(. *)S index.php [QSA,L]
</Directory>

</VirtualHost>

tem.conf

18
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Ensuite, il faut continuer la configuration Apache?2, pour la premiere commande, mettre le nom du
fichier de configuration créé juste avant apres aZ2ensite. Puis, taper les différentes commandes
comme ci-dessous afin de désactiver le site par défaut, d’activer le module rewrite et de redémarrer
Apache2

aZensite glpi.ntxsystem.conf
a2dissite 000-default.conf
a2enmod rewrite

systemctl restart apache2

stem.conf

lefault.conf

Afin d’avoir une gestion optimisée du PHP par GLPI, on peut installer php-fpm

apt-get install php8.2-fpm

root@SRY-P-GLPI:™# apt install phpg.2-fpm

On active les modules dans php-fpm afin d’optimiser le PHP avec ces commandes :
a2enmod proxy_fcgi setenvif

a2enconf php8.2-fpm

systemctl reload apache2

stemct]l reload apache?

Apres avoir fait cela, il faut changer un paramétre de configuration dans un fichier :

vim /etc/php/8.2/fpom/php.ini
root@sRV-P-GLPI:™# wim Jetc/phpsa. 2 fpmsphp. ind

Il suffit de modifier la ligne 1422 « session.cookie httponly », en passant la valeur en « yes »

Redémarrage de php-fpm:

systemctl restart php8.2-fpm.service

19
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root@sRY-P-GLPI:™# systemctl restart phpd.Z2-fpm.service

Maintenant que cela est configuré, il faut modifier le fichier dans la configuration Apache?2 configurer
auparavant.

vim /etc/apache2/sites-available/glpi.ntxsystem.conf

root@sRY-FP-GLPI: ™% vim fetcsapachezssites-availlablesglpi.ntxsustem. conf
On ajoute les lignes de codes ci-dessous :
<FilesMatch \.phpS>

SetHandler "proxy:unix:/run/php/php8.2-fpm.sock|fcgi://localhost/"

</FilesMatch>

YirtualHe
e NTxsustem.tech

DocumentRoot Avarswwwsglpispublic

<Director

RewriteEngine On

! iteRul
</Directorys

Rewr iteConi

<FilesMatch *.php%:
andler "proxy:unix:srunsphpsphps.2-fom.sock |fogi: A/ localhost s
ilesMatchy_
AWirtualHost:
Redémarrage du service Apache?2

systemctl restart apache2

root@sRY-P-GLPI:™# systemctl restart apache?

Maintenant que cela est fait, toute la configuration en ligne de commande est faite, afin de pouvoir
continuer l'installation, il faut se connecter a la machine GLPI via I'lP de celle-ci ou le nom Apache2
configuré précédemment, une fois arrivé sur cette page, cliquer sur « OK »

20
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&« c A\ Non sécurisé  192.168.81.134/install/install.php w ®

]
6 I.p | GLPI Installation

Sélectionnez votre langue

OK »

Ensuite, cliquer sur « Continuer »
®
I.p I GLPI Installation

GNU GENERAL PUBLIC LICENSE
Version 3, 29 June 2007

Copyright (C) 2007 Free Software Foundation, Inc. <https://fsf.org/>
Everyone is permitted to copy and distribute verbatim copies
of this license document, but changing it is not allowed.

Preamble

The GNU General Public License is a free, copyleft license for
software and other kinds of works.

Des traductions non officielles sont également disponibles

Puis, on clique sur « installer »

21




Rapport E5 —

LAFA JE
DEL R

Academy

PAYS LA LORE

Sud Estuaire

communauté de communes

L ]
Q I.p l GLP! Installation

Début de l'installation

— UIMM

Installation ou mise & jour de GLPI

Choisissez 'Installation’ pour une nouvelle installation de GLPI.
Choisissez 'Mise a jour' pour lancer la mise a jour de votre version de GLPI & partir d'une version

antérieure.

Installer &, Mettre & jour B

Ensuite un test est effectué surtousles dépendances de GLPI pour son bon fonctionnement, et une
erreur apparait « bcmath extension »

TESTS EFFECTUES RESULTATS
Parser PHP v
Taille d'entier maximal de PHP v

Le support des entiers 64 bits est nécessaire pour les opérations relatives aux adresses IP (fnventaire réseau,
filtrage des clients AP, ...).

Configuration des sessions v
Mémoire allouée v
Extensions du noyau de PHP ~/
mysqli extension ~/

Requis pour laccés 4 la base de donnédes.

curl extension 4
Requis pour 'acces & distance aux ressources (requéles des agents diinventaire, Marketplace, flux RSS, ...}

gd extension o
Requis pour le traitement des images.

intl extension o
Requis pour linternationalisation.

mbstring extension o
Requis pour la prise en charge des caractéres multioctets et la conversion de jeu de caractéres.

zlib extension v
Requis pour la gestion de la communication compressée avec les agents d'inventaire, l'nstallation de paquets
gzip & partir du Marketplace et la génération de PDF.

bemath extension x
Requis pour 1a prise en charge des QR codes.
L'extension bemath est absente

Libsodium ChaCha20-Poly1305 constante de taille 4
Activer l'utilisation du cryptage ChaChaZ20-Poly1305 requis par GLPIL Il est fourni par libsodium a partir de la
version 1012

Afin de régler ce conflit, on installe le paquet lié a bcmath :
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Fo0t@SEY-P-GLRI: ™% apt install phpd.2-bocmath
Redémarrage du service Apache, puis plus aucun probleme de dépendance al'étape des tests.

Sur la nouvelle page quiva s’afficher, on renseigne les différentes informations que I'on a créé au
niveau de la base de données « localhost » « glpi_admin » « P@sswOrd »

]
6 I.p I GLPI Installation

Etape 1

Configuration de la connexion a la base de données
Serveur SQL (MariaDB ou MySQL)

localhost

Utilisateur SQL

glpi_admin

Mot de passe SQL

Continuer >

La page suivante apparait, normalement on doit avoir le message suivant « Connexion a la base de
données réussie » pour la base DB_GLPI, cliquer sur « Continuer »
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Test de connexion 4 la base de données

~ Connexion & la base de données réussie

Veuillez sélectionner une base de données :

CREER UNE NOUVELLE BASE DE DONNEES :

QU UTILISER UNE BASE EXISTANTE :

@® oeGLPI

De I'étape 326, il faut seulement cliquer sur « Continuer »

]
6 lp I GLPI Installation

Etape 3

Initialisation de la base de données.

Initialisation des tables de la base de données avec ses données pardéfaut...

+ Structure de la base de données créée.
+ Données par défaut importées.

+ Formulaires par défaut créés.

+ Régles par défaut initialisées.

+ Clefs de sécurités générées.

+ Paramétres par défaut définis.

+ Installation terminée.

24



Rapport E5 o

LA FABRIQUE
DE LAVENIR

SucE ke

PAYS LA LORE

UIMM

Academy

Maintenant que l'installation web est faite, la page de connexion a GLPI s’affiche, on se connecte
avec les logins par défaut, « glpi » pour le login et « glpi » pour le mot de passe.

GLPI

Connexion a votre compte

Identifiant
glpi
Mot de passe

Source de connexion

Base interne GLPI A

Se souvenir de moi

Se connecter

On arrive sur cette page, la page d’accueil GLPI, I'installation est terminée. Afin de ne plus avoir le

message d’erreur et pour un probléme de sécurité, il faut changerles mots de passes des utilisateurs

« glpi », « post-only », « tech », « normal ».
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G Interface standard - GLP| X + = x
5> @ A Nonsécurisé  192.168.81.134/front/central.php oo+ 4 @

G LP’ € Accueil Rechercher Q

&> Chercher dans le menu =

® Tableaudebord 2 Vuepersonnelle 2 Vuegroupe @ Vueglobale X\ FluxRSS 2 Tous

® Parc

63 Assistance

B Gestion
) Central ~ + S S D g o] [C4 o
& Outils
2 Administration G) Vous visionnez actuellement des données de démonstration.
& Configuration 5] Désactiver les données de démonstration
147K O+ 12K 1.5K
Logiciels Matériel Téléphones @B Nouveau [ Validation [l En cours (Attribug)
il oEn cours (Planifié) ([l En attente Résolu ([ C!

2,500
2,000 .
—

1,500 II I

1,000
0
2024-12 2025-03 2025-06 2025-09

500

Statuts des tickets par mois

Ordinateurs par Moniteurs par Matériels
Fabricant L'ﬁ Modéle = réseaupar O | 150 15K
— Tickets Changement
42K o 129 o) 56 “9
Utilisateurs A Groupes ™ Fcurmsse r Docume
67 < 15 0 15K 7 A5
=
Entités Profils ™~ | Basede @ Projets 0 e‘o
connaissanc ENCA R
RN e“ D 200400600800 1K
v-“z
Tuﬁ”ﬁ‘es demandeurs Top des catégories de
de tickets A tickets ()]

< Réduire le menu

26



Rapport E5 —

LA FABRIQUE
DE LAVENIR

Academy

PAYS LA LORE

SucE ke

r— UIMM

4.3.2 Configuration de GLPI

4.3.2.1 Configuration LDAP

Afin de lier notre annuaire Active Directory a GLPI, il suffit de faire une liaison LDAP entre les deux.
LDAP est le langage qui permet aux serveurs de communiquer avec AD et d'autres services
d'annuaire.

Pour ce faire, sur la page d’accueil, se rendre dans « Configuration », puis « Authentification » et
enfin « Annuaire LDAP ».

G LP’ @ Accueil / & Configuration /| & Authentification

> Chercher dans le menu
Authentifications externes
@ Parc

639 Assistance W configuration

B Gestion
Annuaire LDAP

& Outils

C Administration v B serveur mails

& Configuration

& Autres méthodes d'authentification

B Actifs personnalisés
£ Intitulés

< Composants

L Notifications

& Webhooks

[ Niveaux de services
H# Générale

@ Unicité des champs

Actions
automatiques

E- Authentification
# Clients OAuth
B Collecteurs

& Liens externes

Ensuite il suffit de renseigner les informations requises pour la liaison :

E Nouvel élément - Annuaire LDAP

Préconfiguration  Active Directory / OpenLDAP / Valeurs par défaut

Nom
Serveur par défaut  Non Activé  Non ~
Serveur Port (par défaut 389) 389

Commentaires

Filtre de connexion

BaseDN
Utiliserbind 2 Qul ~
DN du compte (pour les connexions non anonymes)

Mot de passe du compte (pour les connexions non

anonymes) - effacer

Champ de lidentifiant  uid Champ de synchronisation 2

+ Ajouter
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Afin de remplir les paramétres, certaines démarches sont a faire sur I'Active Directory.

Sur le serveur Windows, il faut lancer I'application « Utilisateurs et ordinateurs Active Directory ».

- - Utilisateurs et ordinateurs Active Directory
Application
Une fois lancée, activer I'affichage avancé : « Affichage », « Fonctionnalités avancées »

] Utilisateurs et ordinateurs Active Directory

Fichier Action = Affichage 7

4= = | i Ajouter/supprimer des colonnes...
] Utilisateurs et ¢ Grandes icénes
2l Requétes ef Petites icdnes

wv 3 oasislocal
o] _INFRA
| Builtin | ® Details

Liste

- En:nr‘np.u Utilisateurs, contacts, groupes et ordinateurs en tant que conteneurs
2| Domair : — -
. . Fonctionnalités avancées
_| Foreign
| Manage Options de filtre...
2| OASIS :
. Perscnnalizer...
Users

Pour le paramétre BaseDN, il suffit de rentrer la valeur dite « Distinguished Name » de 'OU ol les
utilisateurs pourront se connecter au GLPI.

Dans notre situation, nous pouvons mettre le domaine.
Pour ce faire, « clique droit » sur le domaine, « Propriétés », « Editeur d’attributs »,

« DistinguishedName », la BaseDN est pour cet objet : DC=oasis,DC=local

Fichier Action Affichage 7

ez HE BB BEEl 2T

£

[

] Utilisateurs et ordinateurs Active|| Nom Type
Général Gérépar Objet Sécurté Editeur d'attributs | Requétes enregistrées =1 INFRA Unité d'organi
ributs :

Délégation de contréle...

Atribut Valeur ~ B Rechercher...

buittinCreation Time <non définiz 1 g Changer de domaine...
buittinModifiedCourt «<non définiz aj [ . )
cACerficate enon définis 3 F Changer de contréleur de domaine...
cn <non défini> = K Augmenter le niveau fonctionnel du domaine...
controlAccessRights  <non défini> 3 L Maitres d'opérations...

creation Time 09/11/2025 13:14:51 Paris, Madrid 3 N

de oasis :__. c MNouveau

defaultLocalPolicyObj... <non défini= “p Toutes les tdches

description <non définiz = 5 )

desktop Profile <non défini> = L Affichage

displayMame <non défini ~ N Actualicer

displayMamePrintable  <non défini= -

EistinguishedName DC=pasis, DC=ocal I o T Exporter la liste...

domainPolicyCbiect <non defini 2 o

: ;

Aficher Fitrer Aide
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Dans les parametres, on retrouve le DN d’un compte, il suffitde créer un compte « service_glpi », qui
n’aura aucun droit, seulement utilisé pour la liaison LDAP entre I'AD et GLPI.

On crée un utilisateur « svc_glpi » avec un mot de passe.

] Utilisateurs et ordinateurs Active| Nom Type Description
| Requétes enregistrées
v 3 oasislocal
~ (2| _INFRA
o | GROUPES
o | SERVICES
ol Sl

Utilisateur

Tout comme la BaseDN, il faut récupérer au méme endroit le DistinguishedName de I'utilisateur.

=]

bt

m
m

= =wh LI

[=]
L)

Membre de Réplication de mot de passe Appel entrant Ohjet Sécurté
Environnement Sessions Contrile & distance

General  Adresse  Compte  Profil Teléphones  Organisation  Cerificats publies
Profil des services Bureau & distance COM+ I Editeur d attributs I

Attributs

Attribut Valeur L
countreCode 1]

dBCY Editeur d'attributs de type Chaine et
defa

depd  Attribut distinguishedMame
deps

Waleur :

desd
desk CM=svc_glpi OU=SERVICES OU=_INFRA DC=oasis, DCdocal

9 Efacer Aoner

displ

displayNamernmanle  <nan definis
division <non définis=
dSASignature <non deéfini=
dSCorePropagationD...  09/11/202% 13:31:30 Paris, Madrid; B« ={ ¥
£ >
Afficher Filtrer
QK Annuler Appliquer Aide
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Pour finir, on rentre un nom a cette liaison « Active Directory — Oasis.local »
On spécifie I'adresse IP du serveur AD. On active bien la connexion avec « Activé = Oui »

Le port par défaut LDAP est 389, sinon 636 pour une liaison LDAPS.
Pour le champ de I'identifiant « samaccountname »

Champ de synchronisation « objectguid »

Nom Active Directory - Oasis.local
Serveur par défaut  Non ~ Active  Oui -
Serveur 192.168.81100 Port (par défaut 389) 389

Commentaires

Filtre de connexion

BaseDN DC=oasis, DC=local

Utiliser bind 7 Oui ~

DN du compte (pour les connexions non

CN=sve_glpi, OU=SERVICES, OU=_INFRA, DC=0asis,DC=local
anonymes)

Mot de passe du compte (pour les

connexions non anonymes)  — gee. oo

Champ de I'identifiant  samaccountname Champ de synchronisation ?  objectguid

W
On vient tester la connexion LDAP une fois créé.
Annuaire LDAP
Qs Tester Q7 Test LDAP Serveur : Active Directory - Oasis.local

0 s
~ Utilisateurs Flux TCP

o Connexion & 192.168.81.100 sur le port 389 réussie
~ Groupes
Base DN

Informations avancées
Base DN "DC=o0asis,DC=local" configurée

3 Réoli

£ Réplicats LDAP URd

o) Historique [B Vérification de 'URI LDAP réussie
Connexion Bind

8 Tous o L

Authentification réussie
Chercher (50 premiers résultats)
Recherche réussie (50 entrées trouvé
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4.3.2.2 Regles de profil GLPI
Sur I'Active Directory, on fait de la gestion des groupes pour les droits GLPI.
Tels que :
« GG_GLPI_Technicien » quisera lié au profil par défaut GLPI Technicien »
« GG_GLPI_Super_Admin » quisera lié au profil par défaut GLPI Super Admin »
« GG_GLPI_Lecture_Seule » qui sera lié au profil par défaut GLPI Self Service »
: Utilisateurs et ordinateurs &c & || Nom Type Description
- F{eq.uv.?tes ;anreglstrées EEGG_GLPI_Technicien Groupe de séc..,
v E!_ESITND;F; EEGG_GLPI_Super_Admin Groupe de séc..,
g :_. _ .
« = GROUPES EEGG_GLPI_LecturE_SeuIE Groupe de séc...
4| GLPI
al sl
o | SERVICES
g sl
Fichier Action Affichage ¥
—
e’ | 7FE 8 XEd BRIV ETER
] Utilisateurs et ordinateurs Ac 4 || jom Type Description
- REq.UTtES ;Enreglstrees % adm_afol3 Utilisateur
v b Oasis.loca 2 adm_jdu Utilisateur
v o] _INFRA
v 2] GP‘GUPES Propriétés de: adm_afod3
o/ GLPI
2l sl Environnement Sessions Contrdle
= SERVICES Profil des services Bureau a distance COM= Edite
= 3l Général  Adresse  Compte Prafil Téléphones  Organisation  (
_| Builtin Membre de Réplication de mot de passe Appel entrant Ohbjet
~| Computers
2| Domain Controllers Membre de :
| ForeignSecurityPrinci Mom Diossier Services de domaine Active Directory
'—_- Keys GG_Admin oasislocal/_INFRA/GROLUPES/SI
- LestAndFound GG_GLPI_Super_Admin  oasis local/_INFRA/GROUPES/GLP|
_| Managed Service Acc Ltilisateurs du domaine oasis local Users
=1 NARIS

Pour le test des régles a venir, trois utilisateurs de différents niveaux :

adm_afo25=> Super_Admin
adm_jdu => Technicien
jferrat => Lecture Seule /Self Service

On ajoute les utilisateurs aux bons groupes.
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Pour créer une regle d’assignation de profil il suffit d’aller sur I'interface Web GLPI dans

« Administration », « Regles », « Regles d’affectation d’habilitations a un utilisateur »

GLPI e

& Chercher dans le menu & Importer & Exporter

@ Parc

£ Amsistnce < &> Régles dinventaire [0 Autres régles

B Gestion

& Outils

C Administration

(R Lagent envoie un fichier dinventaire 2 Régles daffectation d'habilitations & un utilisateur

-

m wgum pour définir un type aux actifs inventoriés

tif per:

@ Ragles métier pour les tickets
< Entités
M Rigles Régles métier pour les changements
& Ragles métier pour les problemes

@ Listes ncires

G
notifications

B Joumnaux

@ Inventaire

[ Formulaires
R Regles dimport et de liaison des actifs

& Configuration A s ok

& Réduire le menu

On retrouve ici les regles pour les utilisateurs, actuellement une par défaut.
Pour en ajouter une, cliquer sur « Ajouter »

 Accueil | (2 Administration / [0 Régles / Affectation au.. Recherche Q

Le moteur traite toutes les régles.

20 lignes / pages De141sur1lignes
£ Actions
REGLES DAFFECTATION D'HABILITATIONS A UN UTILISATEUR
Now oESCRIPTION oniTtres AcTioNs AcTvE
Root Type d'authentification » est b Annuaite LDAP Entité » Assigner b Entitd racine ([ ]
Type d'authentification » est » Serveur mails

Entrées 3 afficher: 20

Réinitialiser les régles Tester le moteur de régles

On nomme la regle « Attribution Droit Sup-Adm », on 'active et on ajoute.

Nom Attribution Droit Sup-Adm Description
Opérateur logique  ET v Activé  Oui ~
Commentaires Profil  ——--

Récursif  Non ~

84 Ragles d'affectation d'une catégorie aux

logiciels

Super-Aciin
Entité racine (Arborescence)

PoOSITION

1

+ Ajouter

Ensuite, aller dans « Critéres » pour définir selon quelle valeur utilisateur I'ajouter dans le profil

Super Admin.
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Ici, on choisit le critere « LDAP Member Of » et le « DinstinguishedName » de mon groupe
« GG_GLPI_Super_Admin »

f Actions v

Critére  Critéres LDAP - (LDAP) MemberOf +  + est | U= INFRADC=gasis,DG=local

P Actions

D Historique 2
+ Ajouter
8 Tous

Ajouter un nouveau critére

Aucun résultat trouvé

Et enfin, définir I'action, donc I'assignation du profil Super-Admin selon le critére.

o o
2. Régle
Il est possible d'affecter le résultat d'une expression réguliére en utilisant la chaine #0

i= Critéres 1

D> Actions

B i1 x Action  Profils v Assigner v Super-Admin v i
istorique

8 Tous

+ Ajouter

Ajouter une nouvelle action

Faire la méme procédure pour les deux autres groupes.

Place aux tests de connexion avec nos trois utilisateurs.

Connexion a votre compte

Identifiant

adm_afo25

Mot de passe

Source de connexion

Active Directory - Oasis.local -

Se souvenir de moi

Se connecter
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Voici les résultats avec les trois comptes :
Chaque utilisateur s’est vu assigner son profil selon son groupe GLPI.

Super Admin Technicien Lecture Seule
super-Admin I ] Technician | ] Self-Service
Entite racine N Entité racine A Entité racine JF N
ADM_AFO25 ADM_JDU FERRAT JEAN
2, Super-Admin < 2, Technician < 2  self-Service ¢
2 Entité racine = Entité racine = Entité racine

43.2.3 Création d’un gabarit pour ticket

Les modeles peuvent simplifier les demandes utilisateurs en préremplissant des champs, en
masquant certains ou en forgant certains champs a étre remplis.

Mise en place d’un gabarit de tickets :

Se rendre dans « Assistances », puis « Gabarits ».

G LP’ @ Accueil / 69 Assistance /| @ Tickets + Ajouter @ Kanban global

= Chercher dans le menu

& parc 1.5K " 240 67

. Tickets Tickets entrants Tickets en attente
69 Assistance
@ Tableau de bord
@ Tickets
[0 =g Rechercher . 14 Trié par Derniére modification «

+ Créer un ticket

@ Cata- logue de
services

Aucun résultat trouvé

&\ Problémes
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On retrouve le gabarit par défaut nommé « Default », on va le conserver et donc en créer un
nouveau. Cliquer sur « Ajouter ».

= Accueil | 63 Assistance /| O Tickets | 2 Gabarits de ti...

@ =& Rechercher . 11 Trier -

NOM

Default

20 lignes | pages

Nommer le gabarit, ici le nom sera « Incident » puis ajouter.
a Nouvel élément - Gabarit de ticket

Nom | Incident Commentaires

»® Nouveau %O validation xO En cours (Attribué)  x B En cours (Planifié)
Statuts autorisés
x® Enattenta xO Résolu x@ Clos

+ Ajouter

Le gabarit incident est créé, et nous pouvons le prévisualiser afin de voir sa forme actuelle.
De cette prévisualisation, on remarque les champs qui nous intéresseront dans notre cas et ceux
dont nous n’aurons pas besoin.

Pour modifier ce modele, il suffit de se rendre dans le menu a gauche « Champs obligatoires ;
Champs prédéfinis... »

€ Gabarit de ticket - glpi © Ticket
> Champs obligatoires Date -
5 Champs prédéfinis Ticket seraajouté & lentité  euié racne s
® Champs masqués i Type  Incident
Titre
Champs en lecture
a8 seule Catégorie  ----- EE:
[ Prévisualisation Description Statut @ Nouveau
© Catégories ITIL
v v 2 = = = = v g 2
Paragraphe B I AvZ == == eB-sLH o Sourcede (| el
O Historique 1 la demande
S Tous Urgence  Moyenne
“ Impact  Moyen
Fichier(s) (2 Mio maximum) | -
Priorité Moyenne
Glissez et déposez votre fichier ici, ou
Sélect. fichiers | Aucun fichier choisi Durée
totale
ID externe
2 Acteurs (@
Demandeur
x8gp O o
Observateur
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Comme premier champ utile pour notre utilisation, on peut modifier la date d’ouverture en la
prédéfinissant lors de la création du ticket. Pour ce faire, se rendre dans « Champs prédéfinis », puis

choisir le champ « Date d’ouverture » et ajouter.

£ Gabarit de ticket

Les modéles de taches prédéfinis seront ajoutés dans l'ordre de leur création

>k Champs obligatoires

{3 Champs prédéfinis

™ Champs masqués |

Priorité

Impact

I Date d'ouverture

Champs en lecture seule Aucun résultat trouve Statut
[ Prévisualisation Urgence
©» Catégories ITIL

0 Historique 1

S Tous

Durée totale

Retourner dans la prévisualisation, on remarque que notre date d’ouverture n’est plus vide.

Ajouter des catégories pour établir des domaines pour les tickets « Messagerie, Copieur,
Bureautique... ». Cliquer sur « + » au niveau de « Catégorie ».

@ Ticket

Date

2025-11-18 17:54:19
d'ouverture

Type Incident

Catégorie  -----

&

Dans cette nouvelle fenétre, donner un nom a la catégorie ITIL. Refaire ce processus plusieurs fois

afin d’avoir plusieurs choix pour la catégorie.

auvel élément - Catégorie ITIL

MNom
Applications Metiers

Comme enfant de

Code représentant la catégorie de tickets

Visible pour un incident

Qui -

Commentaires

Technicien responsable

Visible dans l'interface simplifiee

Oui ~

Visible pour une demande

Oui ~
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Toujours dans la prévisualisation, on retrouve nos catégories.

Catégorie | ----- it
Statut -
Entité racine
Source de sApplications Metiers i+
la demande
»Bureautique
Urgence »Copieur -

»Messagerie

lamim e m e

Voici un apergu global, onremarque que des champs sont a retirer, d’autres a obliger, ou a mettre en

lecture seule.

© Ticket

d-owegzi 2025-11-18 18:05:46 -
Type  Incident )
Catégorie  ----- Til+
Statut @ Nouveau i
Source de Helpdesk T

la demande
Urgence  Moyenne )
Impact  Moyen )
Prigrite Moyenne ]
Durée '

totale

ID externe
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Une fois les champs modifiés, se rendre dans « Administration », puis « Profils ». On retrouve une
liste des profils GLPI, le gabarit sera pour les utilisateurs du domaine, donc leur profils GLPI
correspond a « Self-Service ». Cliquer sur Self-Service.

G LP’ &t Accueil /| 2 Administration /| 2 Profils

o Chercher dans le menu

(1 =& Rechercher - T4 Trier ~
® Parc
NOM
69 Assistance
Self-Service
B Gestion
Observer
& Outils
Admin
2 Administration
Utilisateurs Super-Admin
Groupes Hotliner
Entités o
Technician
Regles
Supervisor
Dictionnaires
Profils Read-Only
File d'attente des ;
notifications 20 lignes [ pages

Journaux

Inventaire

Formulaires

{& Configuration
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Le premier paramétre de la page correspond au Gabarit de ticket par défault, changer la valeur

actuelle par « Incident ».
Gabarits ITIL

Gabarit de ticket par defaut
Gabarit de changement par défaut

Gabarit de probléme par défaut

OBJETS ITIL

Incident

Entité racine
Default

Incident

On se connecte avec un utilisateur du domaine, et on crée un ticket afin de tester notre nouveau

modeéle. Ce gabarit correspond a nos attentes.

4 | FerratJean

Ticket seraajouts 3 'entité  Enité racine

Titre *

Accés imprimante
Description *

Paragraphe B I A v

fil
il
©
]
<
&
3]

Accés imprimante

Fichier(s) (2 Mio maximum) i
Glissez et déposez votre fichier ici, ou

Sélect. fichiers | Aucun fichier choisi

@ Ticket

Date
d'ouverture

Type
Catégorie
Statut

Source dela
demande

Urgence
Durée totale

ID externe

2 actewrs @

Demandeur

x & Ferrat Jean

Observateur

Attribué a

2025-11-18 18:17:37

Incident

Applications Metiers

Nouveau

Helpdesk

Moyenne

+ Ajouter
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43.2.4 Gestion inventaire GLPI Agent

Comparaison GLPI Agent / OCS Inventory

OCS Inventory est une solution open source de gestiontechnique de parcinformatique, d'inventaire.
C’estune solution gratuite, capable de déployerdes paquets sans passer par GPO. Capable d'étre lié
a GLPI via un plugin.

GLPI Agent est une solution open source de Service Management.La solution est gratuite,
directement lié a GLPI. Qui est capable de déployer des paquets dans sa derniére version.

Les solutions Solution 1 Solution 2
2 0Cs| t
Intitulé nvemory GLPI Agent
) Oui il est faisable de l'installer dans notre Oui il est faisable de linstaller dans notre
Faisabilite technique ; y P infrastructure. Derniére mise & jour juin 2025
(Oui / Non, en précisant infrastructure, Derniére mise & jour en
pourguoi) septembre 2024.
Interne Interne
Besoins RH
(Intemes etfou Exfernes)
) Serveur Physique, VM Linux Serveur Physique, VM Linux
Besoin Materiel et
Immatériel
Coiit total estimé o L
Temps Jours /| Hommes ! L
Durée de réalisation 3h30 1h30
estimée
_ = PF: Gratuit, web, plus de fonctionnalités, + PF: Gratuit, Installation facile, Web, plus de
Points forts Support communautaire, peut étre hébergé mises & jour récurrentes, Support
sur un serveur (indépendant de GLPI) Communautaire
Points faibles
+ Pf; Installation plus complexe + Pf: Dépendant 4 GLPI
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Installation GLPI Agent :

Dans un premier temps, activer 'inventaire GLPI, qui se trouve dans « Administration »,
« Inventaire », puis « Activer I'inventaire ».

= Chercher dans le menu

=

1 Configuration T, Importer depuis un fichier & Tous
@ Parc
Activer l'inventaire
9 Assistance
@& Authentification des agents Aucun -
& Gestion
Options d'importation
B Outils P p
B Volumes
2 Administration
B Lecteurs amovibles
O
A Utilisateurs O Moniteurs
A\ Groupes *% Périphériques
€ Entités 4 Processus
M Régles ? Actifs non gérés
Dictionnaires O Statut pardéfat e « i +

Profils o .
£ Entité par défaut Entité racine~ i +
File d'attente des

notifications Configurations liées

Journaux M Regles

Inventaire Virtualisation

Formulaires ) )
& Importer des machines virtuelles

Il est nécessaire de s’enregistrer a GLPI Network afin d’accéder a la marketplace et donc au plugin
« GLPI Inventory ». On télécharge le plugin, et on I'active.

GLPI @ Accueil / & Configuration / £ Plugins / & Marketplace | Q Rechercher ][  Listes |[ & Marketplace |[ £ Plugins
Chercher dans le menu Installé  Découvrir
Parc
inventory
Assistance
e Inventaire GLPI Inventory I CS Inventory NG @
estion
Gestion GLPI Inventory est un projet libre Synchronisation OCSinventory-
Outils dont les fonctionalités principales NG
Helpdesk sont l'inventaire du matériel, le
Administration télédéploiement et la découverte
) X Ticket réseau et compléte la gestion de
Configuration parc et le helpdesk de l'outil GLPI.
7 Réseau "GLPI Inventory for GLPI" est
(4 Intitulés o y .
composé d'une collection de
Données

3y

%% Composants plugins (extensions) qui

dialoguent avec un agent installé
sur les postes clients (GLPI
Inventory-Agent)

GLPI-Network

L Notifications

: . Import
Niveaux de services i

- & AGPLV3+ & cpPLv2
Générale Architecture 2 TECLIB 2 Remi Collet, Nelly Mahu-Lasson, David
13123 13 204
Unicité des champs Graphiques
Actions automatiques Export
Votre plugin ici ? Contactez-nous. &
Authentification Rapports

Collecteurs
Liens externes

Plugins

Configuration

Réservations

Tickets
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Une foisinstallé, dans « Administration », on retrouve un nouveau menu « GLPI Inventory », sion se
rend dedans, on remarquera qu’aucun agent n’est déployé pour le moment.

= Chercher dans le menu
@ Tableau de bord ~ & Geénéral v = Taches v M Regles v 2 Réseau v =3 Déployer B Guide v

@ Parc

6) Assistance
Glpi inventory reports ~ +

B Gestion
@ Vous visionnez des données
63 Outils
'] Désactiver les données de démonstration

Q Administration

A Utilisateurs

2\ Groupes

Nombre de Agents Nombre de Taches Imprimantes Matériels réseau Téléphones Ordinateurs
inventorié inventorié inventorié inventorié

EB Dictionnaires
2 Profils

o File d'attente des
notifications

B Journaux

& Inventaire

(2 Formulaires

& GLPlinventory

@ Configuration

Pour ce faire, on se rend sur I'’Active Directory et on récupére la version la plus récente de I'agent a
cet URL: https://github.com/glpi-project/glpi-agent/releases.

Lancer le fichier « setup.msi »

15 GLPI Agent 1.7 Setup — *

Welcome to the Setup Wizard for
GLPI Agent 1.7

The Setup Wizard will install GLPI Agent 1.7 on your
computer. Click Mext to continue ar Cancel to exit Setup,

Back I Mext | | Cancel
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Choisir Typical dans le cas d’un inventaire uniquement.

7 GLPI Agent 1.7 Setup — *

Choose Setup Type
Choose the setup type that best suits your needs

Installs the most common program features, induding Inventory, Deploy and
Collect tasks suppart.

Custom

Allows users to choose which program features will be installed and where
they will be installed. Recommended for advanced users,

Complete

All program features will be installed.

Back Mext Cancel

On renseigne 'URL de son serveur GLPI : http://192.168.81.134/front/inventory.php

i GLPI Agent 1.7 Target Setup — *

Choose Targets

Choose where the result will be sent.

Local Target

| Change...

Local path or UMC path

Remote Targets

|http +/{192, 168,81, 134/frontfinventory.php|
You can set multiple URIs by separating them with commas
‘https: ffserver jalpif,..."

Quick installation

L'agent est installé, pour forcer un inventaire instantané de I'appareil rapidement et une remontée
dans GLPI immédiate, il faut ouvrir cette url : http://localhost:62354/now et sélectionner « Force an
Inventory » .
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&« > @ @ localhost:62354

This is GLPI Agent 1.7

The current status is running task Inventory

Force an Inventory

Next server target execution planned for:

« server0: Wed Dec 3 21:47:32 2025

Retournerdansle menu « GLPIlInventory », onremarque la remontée d’un agentet d’un ordinateur.
En allant dans « Ordinateurs Inventoriés », notre serveur Active Directory est bien remonté.

Glpi inventery reports +

@ Vous visionnez actuellement des données de démonstration.

'] Désactiver les données de démonstration

1

Nombre de Agents Nombre de Taches Imprimantes Matériels réseau Téléphones Ordinateurs
inventorié inventorié inventorié inventorié
() = Filtrer par Source demisejoury T Trier v G 08 B &
vou STATUT  FABRCANT  NUMERO DE sRE Tvee Mokt SYSTEE DEXPLOMTATION - NOM LU DERNIERE MODIFICATION  COMPOSANTS - PROCESSELR SOURCE DE WisE A JoUR
SRV-P- VMware, VMware-56 4d 07 62 3 92 26 e5-09 a1 3303 VMware  VMware20,1  Microsoft Windows Server 2022 Standard 2025-12-03 20:48 AMD Ryzen 7 9800X3D 8-Core GLPI Native
ADDSO1 Inc. 87 2919 8f Evaluation Processor Inventory
20 ~  lignes  pages

De 141 sur 1 lignes

Maintenant, il faut procéder a I'automatisation du déploiement de I'agent sur les machines du

domaine. Pour faire cela, nous allons faire une GPO, se rendre dans le logiciel « Gestion de stratégie
de groupe », créer une GPO dans « Objets de stratégie de groupe ».

I8l Gestion de stratégie de groupe

— O
(L Fichier Action Affichage Fenétre 7 -t
= 2@ B 6 BE
(#, Gestion de stratégie de groupe Objets de stratégie de groupe dans oasis.local
w _[‘f_\. Ft_)rét: oas.ls.local Cortenu  Délégation
v [£% Domaines _
v .ii oasis.local Nom Etat GPO Filtre: VWM Modifig le
=i/ Default Domain Policy =/ Defautt Domain Cortrol... Activé Aucun(e) 22/10/21
s =] INFRA E :
» 2] Domain Controllers MNouvel objet GPO X
v [Z] 0AsIS
. Nom :
> [2] PARIS
w = Objets de stratégie de groupe |O-GLP I_AGENT |
_£[ Default Domain Controllers Policy Objet Starter GPO source -
(= Default Domain Policy | |
> [ Filtres WMI laucun)
» [F] Objets GPO Starter
L2 aon oK | | Amnuer |
> L7 Sites
§t¥ Modélisation de stratégie de groupe
[ Résultats de stratégie de groupe
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Ensuite, cliquer sur la GPO puis, « Modifier ». Puis dans I'éditeur, se rendre dans « Configuration
ordinateur » - « Paramétres Windows » = « Scripts » - « Démarrage ».

I=[ Editeur de gestion des stratégies de groupe
Fichier Action Affichage
Ll Ao [EREY

?

=] Stratégie O_GLPI_AGENT [SRV-P-ADDS01.0ASIS.|
w i Configuration ordinateur
w [ | Stratégies
| Paramétres du logiciel
w [ | Paramétres Windows
| Stratégie de résolution de noms
=] Scripts (démarrage/arret)
é Paramétres de sécurité
ull QoS basée sur la stratégie
| Modéles d'administration : définitions
| Préférences
w ¥, Configuration utilisateur
| Stratégies
| Préférences

Il faut sélectionner un script, pour cela

Scripts (démarrage/arrét)

Démarrage

MNom

Afficher les Proprigtés 2} Arrét du systéme
Description :

Contient les scripts de démarrage de

I'ordinateur.

, cliquer sur « Ajouter », puis « Parcourir ».

Propriétés de: Démarrage ! >
Scripts  Scripts PowerShell
:%: Scripts « Démarmrage » pour « O_GLPI_AGENT » |
Mom Faramétres
Mariter
Descendre
Ajouter...
Maodifier...
Ajout d'un Script >
Mom du script :
Pour voir les fichiers de scr .
sur le bouton ci-dessous. || | I Parcourir... I
Afficher les fichiers... Paramétres de scripts :
|'| (0] Annuler
O L
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On arrive dans le dossier de la GPO, a I'intérieur créer un fichier glpi.txt (ou bien glpi.bat
directemment).

SysVol » oasislocal » Policies » {ASE4CAT4-FB92-470A-ABBB-AEDD2D4285E0} » Machine » Scripts » Startup v | D
Mom Meodifié le Type Taille
=] glpibet 03/12/2025 21:58 Documnent texte 0Ke

En méme temps, déplacer le fichier setup GLPI-Agent.msi dans un nouveau dossier « Applications »
se situant dans Sysvol, afin d’étre slr que tout le monde est accés a ce dossier.

Réseau » oasislocal » SysVol » oasislocal » Applications v | D
Mom Meodifié le Type Taille
ﬁ! GLPI-Agent-1.7-x64.msi 03/12/2025 21:30 Package Windows... 18 833 Ko

Modifier le fichier glpi.txt et y mettre les commandes suivantes :

") glpibet - Bloc-notes

Fichier Edition Format Affichage Aide
msiexec /i "\\oasis.local\SysVol\oasis.local\Applications\GLPI-Agent-1.7-x64.msi" /quiet RUNNOW=1 SERVER=http://192.168.81.134/front/inventory.php

curl http://localhost:62354/now

msiexec /i “\\oasis.local\SYSVOL\oasis.local\Applications\GLPI-Agent-1.7.1x64.msi” /quiet
RUNNOW-=1 SERVER=http://192.168.81.134/front/inventory.php
curl http://localhost:62354/now

Enfin, renommer le fichier glpi.txt en glpi.bat.

glpi.bat 03/12/2025 22:04 Fichier de comma... 1Ko

Dans le gestionnaire de stratégie de groupe, lier le GPO a I'OU souhaité, les machines de cette OU
remonteront dans le GLPI.
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|5L, Gestion de stratégie de groupe OASIS
v _Tl_\n F'?'rét : oasis.local Objets de stratégie de grc
~ |5 Domaines -
v 3E'5] oasis.local Ordre des
= Default Domain Policy
2| _IMFRA
2| Domain Controllers
v 3] opsis —
5 Créer un objet GPO dans ce domaine, et le lier ici...
v [0l Lier un objet de stratégie de groupe existant...
e Bloquer I'héritage
: Mise & jour de la stratégie de groupe...
5 Fil Assistant Modélisation de stratégie de groupe...
) a Ol Mouvelle unité d'crganisation
A Sites
it Modélisa Affichage *

1+ Résultats Mouvelle fenétre & partir d'ici

Supprimer
Renommer

Actualiser

Propriétés

Sélectionner un ohjet GPO

Rechercher dans ce domaine :

oasis.local

Ohjets de stratégie de groupe :

Mom

Default Domain Controllers Policy
Default Domain Policy

O_GLPI_AGENT

Annuler
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On redémarre une machine du domaine, comprise dans I’'OU Oasis, et celle-ciremonte bien dans
I'inventaire GLPI.

SRV-P- VMwara, VMware-564d VMware ViwarezZ01 Microsoft Windows Server
ADDS0 nc. 07 62e392 26 2022 Standard Evaluation
e5-09 al 33 03
87 2919 8f
25P0OA- VMware, VMware-364d ViMware VidwarezZ01 Microsoft Windows 11
Voo Inc. 2585 7fch ac Professionnel
4c-ab 78 57 85
a4 86 cb bd
Conclusion :

GLPI Agent est la solution moderne recommandée pour tout déploiement. L'architecture simplifiée
(un seulserveur) et les fonctionnalités avancées en font le meilleur choix. Pour les installations OCS
existantes, lamigration vers GLPI Agent est fortement conseillée pour bénéficier du support continu
et des nouvelles fonctionnalités.

4.4 Axes d’améliorations

441 Changementde HTTP vers HTTPS

Différence entre HTTP et HTTPS :

HTTPS est HTTP avecchiffrement et vérification. La seule différence entre les deux protocoles est que
HTTPS utilise TLS (SSL) pour chiffrer les demandes et les réponses HTTP normales, et pour signer
numériguement ces demandes et ces réponses. Par conséquent, le protocole HTTPS est beaucoup
plus sdr que le protocole HTTP. Un site web qui utilise le protocole HTTP a http:// dans son URL,
tandis qu'un site web qui utilise le protocole HTTPS a https://.

44.2 Changement de LDAP vers LDAPS

Différence entre LDAP et LDAPS :

LDAPS permetle cryptage desdonnées LDAP (qui comprennent les informations d’identification des
utilisateurs) en transit lors d’'une communication avec le serveur LDAP (comme un annuaire lié), ce
gui permet une protection contre le vol d’informations d’ide ntification.

En raison de I'augmentation des risques en matiére de sécurité et du besoin croissant de cryptage en
transit, LDAPS remplace LDAP comme protocole d’annuaire standard accepté.
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4.5 Conclusion

La mise en place de GLPla permis de répondre aux objectifs fixés et de développer les compétences
visées par ce projet.

4.5.1 Gestion du patrimoine informatique

Le déploiementde GLPletde son agentd'inventaire a transformé la gestion des actifs informatiques.
L'inventaire automatique remplace désormais les fichiers Excel dispersés et garantit des données a
jouren tempsréel. La solution centralise I'ensemble des informations sur le matériel, les logiciels, les
licences etles contrats. Cette centralisation facilite la prise de décision, optimise les renouvellements
et assure une meilleure tracabilité du patrimoine sur I'ensemble du territoire intercommunal.

4.5.2 Réponse aux incidents et demandes d'assistance

Le systéme de ticketing intégré améliore significativement la gestion du support utilisateur. Les
demandes sont désormais tracées, catégorisées et priorisées automatiquement. Le portail en libre -
service permet aux utilisateurs de créer leurs tickets de maniére autonome, tandis que les
techniciens disposentd'une vue d'ensemble surtoutes les demandes en cours. Les informations liées
a chaque utilisateur et son équipement sont directement accessibles, accélérant ainsile temps de
résolution.

4.5.3 Travail en mode projet

Ce projet m'a permis de mettre en pratique une méthodologie de gestion de projet structurée.
L'analyse des besoins, la planification des étapes, l'installation technique, la configuration et les tests
ont été réalisés de maniére méthodique. La documentation produite assure la pérennité de la
solution et facilitera les évolutions futures.

4.5.4 Mise adisposition d'un service informatique

GLPl est désormais opérationneletaccessible a I'ensemble des utilisateurs. L'intégration avec I'Active
Directory simplifie I'authentification et la gestion des droits. Les utilisateurs bénéficient d'un service
amélioré grace au portail de ticketing et a la visibilité sur I'état de leurs demandes. Les techniciens

disposent d'un outil professionnel facilitant leur quotidien et améliorant la qualité du service rendu.

4.5.5 Perspectives d'évolution

Les axes d'amélioration identifiés (passage en HTTPS, migration vers LDAPS) permettront de
renforcer la sécurité de la solution. L'écosysteme riche de plugins GLPI offre des perspectives
d'évolution intéressantes pour enrichir les fonctionnalités selon les besoins futurs.

Ce projet a été formateur sur le plan technique et m'a permis de développer mes compétences en
gestion de solutions ITSM.
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5. Projet 2 : Mise en place de FOG

Compétences visées par ce projet :

e Gérer le patrimoine informatique
e Travailler en mode projet
e Mettre a disposition des utilisateurs un service informatique

5.1 Analyse des besoins

Dans le contexte actueldes entreprises, la gestion d'un parc informatique nécessite des installations
et réinstallations réguliéres des postes de travail. Que ce soit pour le renouvellement du matériel, la
maintenance corrective ou l'ajout de nouveaux utilisateurs, le déploiement de systemes
d'exploitation représente une charge importante pour les équipes informatiques.

Les méthodes traditionnelles de déploiement manuel présentent plusieurs inconvénients majeurs :

e Temps d'intervention élevé

e Risques d'erreurs et d'oublis dans les configurations manuelles
e Délais de remise en service importants en cas de panne

e Difficulté a maintenir une image de référence a jour

L'objectif principal de ce projet était de mettre en place FOG (Free Open-source Ghost), une solution
de déploiement d'images systéme open source, pour automatiser le processus d'installation des
postes de travail.

5.2 Présentation de FOG

FOG (Free Open-source Ghost) est une solution open source gratuite de clonage et de déploiement
d'images systéme, développée depuis 2006 par Chuck Syperski et maintenue par une communauté
active de développeurs. C'est une alternative libre et performante aux solutions propriétaires comme
Symantec Ghost, Acronis Snap Deploy ou Microsoft WDS (Windows Deployment Services).

FOG permet de capturer une image de référence d'un poste configuré (appelée "golden image") et
de la déployer rapidement sur de multiples machines via le réseau local. Le systéme utilise le
protocole PXE (Preboot Execution Environment) pour permettre aux ordinateurs de démarrer
directement sur le réseau et de recevoir leur systeme d'exploitation sans intervention manuelle.
Cette approche élimine le besoin de clés USB ou de DVD d'installation, rendant le processus
entierement automatisé et centralisé.
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5.2.1 Fonctionnalités de déploiement

FOG se repose sur ses capacités de capture et de déploiement d'images systéme. Le module de
capture permetde créerune image compléte d'un disque dur, incluant le systeme d'exploitation, les
applications installées et les configurations personnalisées. FOG propose plusieurs niveaux de
compression (de 0a 9) pour optimiser I'espace de stockage : une image Windows 10 de 60 Go peut
étre compressée a 20-30 Go avec un niveau de compression 6-8, offrant un bon compromis entre
taille et vitesse de déploiement.

FOG offre deux modes de déploiement principaux :

Déploiement unicast : transfert en point-a-point (1 serveur = 1 client). Ce mode est utilisé pour les
déploiements ponctuels ou urgents, offrant la vitesse maximale de transfert. Le déploiement
démarre immédiatement dés que le poste cible démarre en PXE, sans attendre d'autres machines.

Déploiement multicast : transfert en point-a-multipoint (1 serveur - plusieurs clients
simultanément). Ce mode est optimal pour les déploiements massifs, car il économise la bande
passante réseau en envoyantlesdonnées une seule fois pourtous les clients. Idéal pour déployer 10,
20 ou 50 postes identiques en méme temps.

Les taches de déploiement peuvent étre planifiées a une date et heure précises, permettant par
exemple de programmer des déploiements nocturnes pour minimiser l'impact sur 'activité de
I'entreprise.

5.2.2 Fonctionnalités de gestion

Au-dela du simple déploiement d'images, FOG propose des fonctionnalités complémentaires qui
enrichissent la gestion du parcinformatique. L'inventaire matériel automatique collecte les
informations détaillées sur chaque poste enregistré : processeur, quantité de mémoire RAM,
capacité du disque dur, adresse MAC, type de carte réseau. Ces données sont stockées dans la base
de données FOG et accessibles via l'interface web.

La gestion des snap-ins permet d'installer automatiquement des logiciels supplémentaires apres le
déploiement de I'image systéme. Par exemple, aprés avoir déployé Windows 10, FOG peut
automatiquement installer des applications spécifiques (navigateurs, antivirus, outils métier) sans
intervention manuelle. Les snap-ins peuvent étre des exécutables, des scripts PowerShell ou des
fichiers batch.

Le Wake-on-LAN (Wol) permet de réveillera distance des machines en veille ou éteintes pour lancer
automatiquement des taches de déploiement. Cette fonctionnalité est particulierement utile pourles
déploiements nocturnes programmés : FOG réveille les machines, déploie I'image, puis les éteint
automatiquement.

L'interface web centralise toutes les opérations de gestion. Accessible via navigateur (Chrome,
Firefox, Edge), elle permet d'enregistrer de nouveaux postes, de créer et gérer des images, de
planifier des taches, de consulter les logs et de visualiser l'inventaire matériel. L'interface propose
également un tableau de bord avec des statistiques en temps réel sur les déploiements en cours.
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5.2.3 Intégration Windows et Sysprep

FOG intégre nativement la gestion de Sysprep (System Preparation Tool), l'utilitaire Microsoft
essentiel pourgénéraliser les installations Windows. Sysprep supprime les informations spécifiques a
la machine source (SID - Security Identifier, nom d'ordinateur, clés de produit) tout en conservant les
applications et configurations installées. Cette étape est indispensable pour créer une image
réutilisable sur plusieurs machines.

L'injection du fichier unattend.xml permet d'automatiser entierement la phase OOBE (Out-Of-Box
Experience) lors du premier démarrage aprés déploiement. Ce fichier de réponses configure
automatiquement : la langue et le fuseau horaire, les comptes utilisate urs locaux, le nom
d'ordinateur (avec possibilité de génération automatique selon desregles), les paramétresréseau, et
peut désactiver les écrans de configuration Windows inutiles.

FOG propose également le changement automatique du nom d'ordinateur selon des régles
prédéfinies. Parexemple, il est possible de définir un préfixe suivi d'un numéro incrémental (PC-001,
PC-002, etc.) ou d'utiliser I'adresse MAC comme suffixe pour garantir 'unicité. Cette fonctionnalité
évite les conflits de noms sur le réseau.

L'intégration au domaine Active Directory peut étre automatisée aprés déploiement. FOG peut
joindre automatiquement les postes au domaine Windows en utilisant un compte de service,
éliminant ainsi I'étape manuelle de jonction au domaine. Les postes sont immédiatement
opérationnels et accessibles aux utilisateurs du domaine.

5.3 Mise en place du FOG

Apreés avoir réalisé l'installation d’une Debian, il nous faut mettre a jour les paquets sur celle-ci avec

la commande :

apt

update && apt upgrade

t installés, ©

Ensuite, installer GIT afin de pouvoir cloner le dépot Fog Project plus tard avec la commande :

apt install git
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Apres avoir installé GIT, cloner le dépo6t actuel de GIT dans le répertoire root et rentrer dans ce
répertoire avec les commandes «

cd /root puis
git clone https://github.com/FOGProject/fogproject.git et enfin
cd fogproject »

0GOo1:
ot

Ensuite, rentrerdans le dossier correspondant au fogproject et lancer le script d’installation de I'outil
avec les commandes «

cd /root/fogproject/bin puis

.Jinstallfog.sh »
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1. Type d'installation (Normal/Storage)
Normal (N) : Installation compléte du serveur FOG avec I'ensemble des fonctionnalités. Il
s'agit du type d'installation standard.
Storage (S) : Installation d'un nceud de stockage supplémentaire permettant de répartir les
images sur plusieurs serveurs dans une architecture distribuée.
Choix : N - Installation standard recommandée pour un serveur FOG principal unique.

2. Interface réseau (ens192 - 172.16.30.11/24)
Le script détecte automatiquement les interfaces réseau disponibles sur le systeme et
propose celle quisera utilisée pour les services FOG (PXE, multicast, unicast).
Modifier I'interface réseau par défaut
Cette option permet de sélectionner manuellement une interface réseau différente de celle
détectée automatiquement. Utile dans le cas de serveurs disposant de plusieurs cartes
réseau.
Choix : N - L'interface ens192 avec |'adresse IP 172.16.30.11/24 est correcte et correspond a
la configuration réseau. Aucune modification n'est nécessaire.

3. Configuration de I'adresse de routeur pour le serveur DHCP — Choix : N
Définit la passerelle par défaut que le serveur DHCP distribuera aux clients du réseau. Cette
configuration est essentielle pour permettre aux clients d'accéder au réseau externe.
Choix : N - Cette configuration n'est pas nécessaire car nous disposons déja d'un serveur
Windows qui gére le service DHCP.

4. Gestion du DNS par le serveur DHCP
Permetauserveur DHCP de distribuer également les adresses des serveurs DNS aux clients.
Cette option assure une configuration réseau compléte et automatique des postes clients.
Choix : N - Notre serveur DHCP Windows gére déja la distribution des serveurs DNS. Cette
option n'est pas requise.
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5. Utilisation du serveur FOG pour le service DHCP
Non : Utiliser le serveur DHCP existant sur le réseau. Dans ce cas, le serveur DHCP existant
devra étre configuré pour pointer vers FOG (next-server et boot file).
Oui : FOG installe et configure son propre serveur DHCP. Cette option ne doit étre utilisée
gue s'il n'existe aucun autre serveur DHCP sur le réseau, sous peine de créer des conflits
réseau.
Choix : N — Nous disposons d'un serveur DHCP Windows actif sur votre réseau. L'activation
du service DHCP de FOG créerait un conflit réseau majeur avec deux serveurs DHCP en
concurrence.

6. Installation des packs de langues supplémentaires
Ajoute le support de l'internationalisation a l'interface web de FOG. Cette option augmente
la taille de l'installation et n'est nécessaire que si plusieurs langues doivent étre supportées.
Choix : N - L'interface en anglais est suffisante pour une utilisation technique standard. Les
packs de langues peuvent étre ajoutés ultérieurement si nécessaire.

7. Activation du protocole HTTPS sur le serveur FOG
Active le chiffrement SSL/TLS pour l'interface web de FOG.
Choix : N - Pour une premiere installation. Le HTTPS peut étre activé ultérieurement aprés
validation du fonctionnement de base du serveur FOG.
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Au bout d’'un moment, le script affichera de faire une install/update de la base de données comme

nous pouvons le voir ci-dessous, pour cela, il faut se connecter a la page web demandée et faire
« Install / Upgrade now » comme sur la seconde image ci-dessous, une fois cela fait, retourner dans

le terminal et faire « Entrée ».

(Ne pas faire attention au HTTPS://, capture d’écran issue d’un premier jet en HTTPS)

management

base is

upd;
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Install/lUpdate

If you would like to backup your FOG database you can do so using MySQL Administrator or by running the following command in a terminal window (Applications->System Tools->Terminal), this will save the backup in your home directory

mysqldump --allow-keywords -x -v fog > fogbackup.sql

Your FOG database schema is not up to date, either because you have updated or this is a new FOG installation. If this is an upgrade, there will be a database backup stored on your FOG server defaulting under the folder /home/fogDBbackups
o return to the previous install if needed

Are you sure you wish to install or update the FOG database?

Une fois le script terminé, se rendre sur I'interface web au lien indiqué :
« http://172.16.30.11/fog/management » et se connecter a la page web avec les identifiants « fog »
et « password » qui sont ceux par défaut.

og/management

Informatior

(F FOG Project

Username fog

Password —

Language | English v
Login
Estimated FOG Sites 4407
Latest Version: 1.5.10.1698
Latest Development Version 1.5.10.1719
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Apres s’étre connecté, on arrive sur la page ci-dessous et l'installation est terminée.

Dashboard
System Overview Storage Group Activity Storage Node Disk Usage
Server formation ot 8 glance Selecied groupss cument schaly Seleclad node'sdak usage

Usemame g

Vinb Server 7216301

Load Average 000,004 003 o e

® Gusae ® FeennGE
System Uotime Up: 0 daya Ovs 8 » Aves ® Uit 3500
=g Oefaermber ™ [ v
Imaging Over the fast 30 days

Banadwidih

Bandah - Trarsent Transma Receive Time -2 Mutes 2Mstes 10 Minutes 30 Mnutes 1 Hoar

5.3.1 Mise en place du déploiement

Tout d’abordil faut configurer quelques parametres du FOG tels que le timeout, qui est par défaut a
3 secondes. Le timeout représente le temps avant I'éjection de l'utilisateur sur le fichier de
démarrage FOG en PXE apres le boot. Pour ce faire, il suffit de se rendre dans 'onglet « Fog
Configuration »

FOG Configuration

Main Menu FOG Version Information

Your version of FOG is up to date.
YouTe running e katest stable version: 1.5.10.1696

Kernel Update Kemel Versions

Initrd Updat

IPXE General Configuration DefaultMember FOG Version: ()

Se rendre dans la catégorie « Fog Settings », dans la fenétre a gauche, puis dans « Fog Boot Settings »
adroite

FOG Configuration

Main Menu FOG System Settings
Home This section allows you to customize or alter the way in which FOG operates. Please be very careful changing any of the following ¢
License

Expand All
Kernel Update
Initrd Update

Active Directory Defaults
IPXE General Configuration

IPXE Menu ltem Settings

API System

IPXE New Menu Entry

Client Updater

FOG Boot Settings
MAC Address List

FOG Settings
FOG Client

Log Viewer
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Puis mettre la valeur « 30 » a « PXE MENU TIMEOUT » et « PXE HIDDENMENU TIMEOUT » qui sont
actuellement avec la valeur « 3 ».

FOG Boot Settings

PXE MENU TIMEQUT | k| # ?
PXE MENU HIDDEN (] ?
PXE ADVANCED 2
PIGZ COMP 6 ?
KEY SEQUENCE - Please select an option - 7
NO MENU (] ?
BOOTEXIT TYPE SANBOOT v 2
ADVANCED MENU LOGIN (] ?
PXE HIDDENMENU TIMEQUT 3 ?
REGISTRATION ENABELED ?

Une fois les valeurs modifiées, mettre a jour via le bouton update tout en bas de la page actuelle.

PXE MENU TIMEOUT 30 ?
PXE MENU HIDDEN ] ?
PXE ADVANCED 7
PIGZ COMP 6 ?
KEY SEQUENCE - Please select an option - M
NO MENU O ?
BOOTEXIT TYPE SANBOOT | 7
ADVANCED MENU LOGIN ] ?
PXE HIDDENMENU TIMEQUT 30 | rd ?
IPXE BG FILE bg.png ?
IMAGE LIST MENU ?

Maintenant que le probléme de timeout est réglé, nous allons créer notre premiére image.

Donner un nom al'image, ici « 00_Win10_22H2 », on instaure un ordre et une nomenclature pour
une meilleure clarté avec: « 00_;01_;02_; etc.... »

Mettre une description (optionnel)

Pas besoin de toucher aux autres parametres, sauf la compression, pour utiliser moins de stockage
une forte compression est recommandée, pour plus de rapidité une plus faible compression est
recommandée. On choisit donc la compression avec comme valeur « 8 ».

Puis « add » pour créer 'image.

60




T

Sud Estuaire

communauté de communes

UIMM

POLE FORMATION

Rapport E5

LA FABRIQUE
DE LAVENIR

PAYS LA LORE

Academy

Image Management

Main Menu

Image Name

Image Description

Storage Group
Operating System
Image Path
Image Type €
Partition

Image Enabied
Replicate?
Compression
Image Manager

Create Image

New Image

0_Win10_22H2

Windows 10 & jour 22H2

default - (1)
‘Wingows 10 - (3)

fimages! | 00_Win10_22H2
Single Disk - Resizable - (1)
Everything - (1)

Partcione Zstd

On retrouve cette image dans « List All Images ».

Main Menu

st All Images

Create New Image

xport Images

mport Images

Multicast Image

All Images

Image
Storage ,  Sue:ON &
a & — ImageName & Group ~  CLIENT Captured &
Search Search
0_Win10_22H2 - 2
¢ o Sngle Disk - Resizabie default 0.0018 Invalid date

2Z5TD Compresse:

Etant donné que nous n’avons pas configuré le serveur FOG en tant que serveur DHCP, il faut alors
configurer un DHCP sur notre Windows Server, afin de fournir des adresses aux machines se

connectant en PXE.

Aller sur I'AD (étant le seul fournisseur de DHCP dans notre cas), lancer I'application « DHCP ».
Ensuite créer un Pool d’adresses pour le réseau (je décide de séparerle réseau « Clients » de celuidu
« Déploiement »). Puis définir des options d’étendue telles que I'option 66 (adresse IP du serveur
FOG), et 67 (le fichier de démarrage, ici snponly.efi)

% DHCP

~ ﬂ srv-p-dcll.oasis.local
v &I
-3 Options de serveur
| Etendue [172.16.10.0] CLIENTS
| Etendue [172.16.20.0] WIFI
| Etendue [172.16.40.0] DEPLOIEMENT
it Pool d'adresses
% Baux d'adresses
=| Réservations
.. Options d'étendue
| Stratégies
Stratégies
Filtres

w

|
#

Mom d'option
|i=] 003 Routeur

i=] 006 Serveurs DNS

| 015 Nem de domaine DNS
66 Nom d'héte du serveur de démarrage
Jom du fichier de démarrage

Fournisseur Valeur Mom de la stratégie
Standard 172.16.40.254 Aucun
Standard 172.16.30.10 Aucun

Aucun

Standard
Standard
Standard

oasis.local
172.16.30.11
snponly.efi

Aucun

Pour les environnements UEFI modernes, le fichier de démarrage sera soit « snponly.efi », soit
ipxe.efi, pour les environnements Legacy, principalement le fichier de démarrage sera soit

undionly.kpxe, soit ipxe.kp

Xe.

Désormais, il faut capturer la machine afin de I'associer a I'image. Pour ce faire, démarrer en PXE.
Le démarrage PXE se fait au démarrage de la machine, via le « Network Boot » (la touche poury
accéder varie en fonction du constructeur de la machine).
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iPHE initialising devices...
autoexec. ipxe... Not found C(https://ipxe.org/2d12618e)

iPHE 1.21.1+ (g5de5d) -- Open Source Network Boot Firmware --
Features: DNS FTP HITP HTITPS iSCSI NFS TFTP ULAN fAoE EFT Menu
Configuring (net0 00:0c:29:40:19:08) ..._

On démarre sur le fichier de démarrage (snponly.efi), il y a 30 secondes pour désactiver le timeout
(il suffit de bouger une seule fois avec les fleches)

On repére deux options intéressantes :
Quick Registration and Inventory : permet de remonter une machine et de l'inventorier dans FOG.

Deploy Image : permet de déployer une image sur la machine.

Host is NOT registeredt

Boot from hard disk (24)
Run MemtestB6+

Perform Full Host Registration and Inventory
uick Registration and Inventory

Deploy Image

Join Hulticast 3Session

Client System Information {(Compatibilituy)

Dans notre cas nous allons, sélectionner « Quick Registration and Inventory »

Host is NOT registered!?

Boot from hard disk
Run Memtest86+
Perform Full Host Registration and Iwventory

(Quick Registration and Inwventory

Deploy Image

Join Multicast Session

Client System Information (Compatibility)

Attendre un moment, le temps que I'enregistrement se fasse. Une fois enregistré, la machine
redémarrera.

Retournersurlinterface web FOG. Puis allez dans « Hosts », on retrouve la machine enregistrée par
son adresse MAC.
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Host Management

i'
z

Main Menu All Hosts

- A Host ¢ Imaged £ Task Assigned Image

<

se earch.

0c294019
? L o No Data
00:0c:2940:19.08

3
A
x

Nous avons enregistré I’'h6te mais pas encore procédé a I'inventaire de la machine, il faut donc faire
la capture de I'image. Pour ce faire, cliquer sur le bouton « Capture » en orange dans la ligne de
I’'hote (a droite dans Task).

Une page pour l'association entre I'hote et I'image apparait, la seule modification nécessaire est le
choix de I'image, on choisit I'image créée auparavant. Puis « Update »

Host Name 000c29401908
Primary MAC Load MAC Vendors 00:0c:29:40:19.08 (] e L
(
Host description Created by FOG Reg on September 29, 2025, 9:20 am
4
Host Product Key
Host Image - Please select an option - -

Host Kernel I ]

- Please select an option -

Host Kernel Arguments 00_Win10_22H2 - (2)

Host Init

Host Primary Disk

Host Bios Exit Type - Please Select an option - -
Host EFI Exit Type - Please Select an option - N

9
Mt Alammans

Dans la fenétre « Hosts » on retrouve notre machine et I'image qui lui est assignée.

. Host $  Imaged $  Task Assigned Image
s

<
<>

Search Search Search

= 000c29401908
? u o - No Data
00:0c:29:40:19:08

I«

<X 00_Win10_22H2

L’association a créé une tache d’inventaire mais celle-ci n’est pas active, pour ce faire, il faut se
rendre dans la catégorie « Tasks ». Aller dans « List All Hosts » dans la catégorie a gauche, puis on
retrouve notre machine ainsi que I'image assignée. Nous devons rendre cette tache active, il faut
donc cliquer sur I'icbne orange « Capture » comme auparavant.
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Host Name ¢ Assigned Image ¢ Tasking

Dans « Active Tasks » on retrouve la tache, préte a s’exécuter.
Au prochain démarrage en PXE de la machine cible, la tache s’exécutera instantanément sans aucun
menu.

Main Menu Active Task

Hostname

Started By maC ¥ image Name % St Time $  Werking with node 4  staws

<

L'inventaire de la machine s’effectue, et peut prendre un certain temps.

Partclone
Starting to clone device (-devrsda3) to image (tmp-spigzl)
note: Storage Location 172.16.30.11:-images~-dev/, Image name
00_Winlo_22H2

Reading Super Block

Calculating bitmap... Please wait...

donet

File system: NTFS
Device size: £9.9 GB
Space in use: Z8.6 GB
Free Space: 1.3 GB
Block size: 4096 Byte

7303755 Blocks
6989669 Blocks
314086 Blocks

Elapsed: 00:00:01 Remaining: 00:04:29 Rate: 6.35GB/min
Current Block: 26553 Total Block: 7303755

Data Block Process:

Total Block Process:
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On retrouve aussil’avancée sur l'interface web du FOG dans « Active Tasks »

Hostname ~
O Started By: $  MAC ¥ Image Name ¢ Start Time ¢ Working with node

Search parch

= 0 000c29401908 00_Win10_22H2 2025-09-29 09:47:01 DefaultMember

Une fois terminée, le Windows redémarre.
On va désormais déployer notre image sur une autre machine.

Démarrer en PXE, et choisir « Deploy Image ».

Host is NOT registered!?
Boot from hard disk

Run MemtestB6+
Perform Full Host Registration and Inventory

<

Quick Registration and Inventory

Join Multicast Session
Client System Information (Compatibility)

Rentrer les identifiants admin du FOG.

Usernane
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Sélectionner I'image puis attendre la fin du déploiement.

00_Winl0_22H2 (2)
Return to menu

Partclone
Partclone u0.3.33 hitp:- spartclone.oryg

Starting to restore image (-) to device (rdeursda3)

note: Storage Location 172.16.30.11:-images~, Image nmame 00_
Winlo_22HZ

Calculating bitmap... Plea=ze wait...

done?

File system: NTFS
Device =size: 23.9 GB
Space in u=se: ZB.6 GB
Free Space: 1.3 GB
Block =ize: 4096 Byte

7303755 Blocks
6989669 Blocks
314086 Blocks

Elapsed: 00:00:21 Remaining: 00:08:33 Rate: 3.21GB min
Current Block: 280129 Total Block: V303755

Data Block Process:

I 3.93%

Total Block Process:
3.84

L'image est bien fonctionnelle, on retrouve I'utilisateur créé sur le Windows, ainsi que les données
(applications, paramétres...)

TechNTx
[EEET
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Maintenant nous pouvons retirer I'enregistrement de la machine liée a I'image étant donné qu'elle
n’a plus beaucoup d’intérét sauf si des modifications sur 'image sont nécessaires a I'avenir (il suffit
de refaire une tache d’inventaire).

Pour supprimer la machine soit on la supprime via I'interface web, dans « hosts » puis on coche la
machine souhaitée et ensuite « Delete ».

All Hosts

A Host ¢ Imaged $  Task Assigned Image
¢

<
<

000c29401908
00:0c:20:40:10:08
Group Associations

Create new group

Add to group No items found

Delete Selected

oo I ——

Soit par le menu PXE du FOG en sélectionnant « Quick Host Deletion ».

Host is registered as 000c294019081
Boot from hard disk

Run MemtestBb+

Update Product Key

Deploy Image

Join Multicast Session

Quick Host Deletion

Client System Information (Compatibility)
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5.3.2 Configuration d’'un Sysprep

Sysprep est l'outil Microsoft de préparation d'une installation Windows avant son clonage. Il
généralise le systéme en supprimant les identifiants uniques comme le SID, le nom d'ordinateur et
les pilotes matériels spécifiques. L'outil se trouve dans C:\Windows\System32\Sysprep\sysprep.exe.

Les modes de Sysprep :

Mode OOBE (/oobe) : Relance l'expérience de premiére configuration Windows. L'utilisateur passe

par les écrans de configuration habituels.

Mode Audit (/audit) : Démarre directement en session administrateur. Permet d'installer des

applications supplémentaires avant la généralisation.

Option Generalize (/generalize) : Obligatoire pour le clonage. Supprime toutes les informations

spécifiques a la machine source.

( de préparation systéme v.2.14
=l LN S DN ol L Y ALUTTNIS Wad

L'outil de préparation du systéme (Sysprep) prépare |'ordinateur
pour son autonomie matérielle et son nettoyage.

Action de nettoyvage du systéme
Entrer en mode QOBE (Out-of-Box Experience) e

|| Généraliser

COptions d'extinction

Redémarrer e

oK Annuler

{ de préparation systeme v.3.14

UL S Tl al L = al W

L'outil de préparation du systéme (Sysprep) prépare l'ordinateur
pour son autonomie matériele et son nettoyage.

Action de nettoyage du systéme

Entrer en mode d'audit systéme '
[ | Généralizer
Options d'extinction
Redémarrer o
QK Annuler
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Configurer un fichier unattend.xml afin d’automatiser le sysprep.
Le créer dans C:\Windows\System32\Sysprep\unattend.xml

Disque local (C:) > Windows > System32 »> Sysprep

Tl Trier ~ = Afficher ~

Mom
B ActionFiles
il en-us
il i-FR

Madifié le
18/11/2025 18:20
01/04,/2024 18:35

01,/04,/2024

Type
Dossier de fichiers
Dossier de fichiers

Dossier de fichiers

Taille

BB Panther 03/12/20 d:49 Dossier de fichiers
Application

™ unattendxml Microsoft Edge H...

(Configuration en annexe)
Une fois le fichier configuré, lancer le sysprep en invite de commande :

C:\Windows\System32\Sysprep\sysprep.exe /oobe /generalize /shutdown
/unattend:C:\Windows\System32\Sysprep\unattend.xml

Joobe : Configure Windows pour démarrer en mode OOBE (Out-Of-Box Experience) au prochain
boot. L'utilisateur verra les écrans de premiere configuration, sauf si le fichier unattend.xml les
masque.

/generalize : Supprime toutes les informations spécifiques a la machine (SID, nom PC, pilotes,
activation). C'est le paramétre obligatoire pour pouvoir cloner I'image sur d'autres machines.

/shutdown : Eteint automatiquement la machine apreés la généralisation. Cela permet de capturer
I'image avec FOG immédiatement aprés sans risquer de redémarrage.

Junattend:C:\Windows\System32\Sysprep\unattend.xml : Spécifie le chemin du fichier de réponses
automatiques. Ce fichier sera utilisé lors du premier démarrage aprés déploiement pour automatiser
la configuration.

Attendre la fin du sysprep, capturer la machine et enfin créer une image.
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5.4 Axes d’améliorations

5.41 Changementde HTTP vers HTTPS

Différence entre HTTP et HTTPS :

HTTPS est HTTP avecchiffrement et vérification. La seule différence entre les deux protocoles est que
HTTPS utilise TLS (SSL) pour chiffrer les demandes et les réponses HTTP normales, et pour signer
numériguement ces demandes et ces réponses. Par conséquent, le protocole HTTPS est beaucoup
plus sdr que le protocole HTTP. Un site web qui utilise le protocole HTTP a http:// dans son URL,
tandis qu'un site web qui utilise le protocole HTTPS a https://.

5.4.2 Changement de LDAP vers LDAPS

Différence entre LDAP et LDAPS :

LDAPS permetle cryptage des données LDAP (qui comprennent les informations d’identification des
utilisateurs) en transit lors d’'une communication avec le serveur LDAP (comme un annuaire lié), ce
gui permet une protection contre le vol d’informations d’ide ntification.

En raison de I'augmentation des risques en matiére de sécurité et du besoin croissant de cryptage en
transit, LDAPS remplace LDAP comme protocole d’annuaire standard accepté.

5.4.3 Déploiement de logiciels via Snapins

FOG propose un module Snapins permettant de déployer automatiquement des applications aprées
l'installation du systéme. Cette fonctionnalité compléterait le déploiement d'images en automatisant
l'installation de logiciels métiers (navigateurs, suites bureautiques...). Les snapins s'exécutent
automatiquement aprés le premier démarrage du poste.

5.5 Conclusion

La mise en place de FOG Project a permis d'atteindre les objectifs fixés et de développer les
compétences ciblées par ce projet.

5.5.1 Gestion du patrimoine informatique

Le déploiement de FOG rationalise la gestion du parc informatique en standardisant les installations.
La création d'images de référence garantit une configuration homogéne sur I'ensemble des postes.
Le gain de temps est considérable : un déploiement qui prenait plusieurs heures manuellement
s'effectue désormais en 15-20 minutes.
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5.5.2 Travail en mode projet

Ce projet m'a permis de maitriser I'ensemble du cycle de déploiement d'une solution technique.
L'analyse des besoins, l'installation du serveur Linux, la configuration du réseau PXE, la création des
images systéme avecSysprep, et les tests de déploiement ont été menés de maniere structurée. La
création du fichier unattend.xml pour automatiser la configuration post-déploiement m'a familiarisé
avec les technologies de déploiement Windows. La documentation technique produite assure la
pérennité et la maintenabilité de la solution.

5.5.3 Mise a disposition d'un service informatique

FOG est désormais opérationnel et utilisé pour tous les déploiements de postes. Ce qui améliore
significativement la réactivité en cas de panne ou de renouvellement de matériel. Les techniciens
peuvent déployer plusieurs postes simultanément via le multicast, optimisant ainsi leur temps
d'intervention. L'automatisation compléte (du boot PXE a la configuration finale) élimine les risques
d'erreurs humaines et garantit une qualité de service constante. Les utilisateurs bénéficient de
postes opérationnels plus rapidement avec une configuration standardisée et a jour.

5.5.4 Perspectives d'évolution

Les axes d'amélioration identifiés (sécurisation HTTPS, LDAPS, snapins, redondance) permettront
d'enrichir la solution et d'en renforcer la robustesse. Le module Snapins notamment ouvrira de
nouvelles possibilités pour automatiser l'installation des applications métiers.

Ce projet a été formateur tant sur le plan technique (Linux, PXE, Sysprep, déploiement réseau) que

sur la compréhension des enjeux d'industrialisation du déploiement de postes en environnement
professionnel.
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6. Portfolio / Entreprise Pédagogique

Compétences visées par ce projet :

e Développer la présence en ligne de I'organisation
e Organiser son développement professionnel

Vous pouvez retrouver toutes mes informations sur mon Portfolio au lien ci-dessous :

https://alexandre.foucher.formation-esiac.fr/

Vous pouvez également retrouver le site de mon entreprise pédagogique, avec les différents
Portfolio des membres de ce projet : http://ntxsystem.fr/
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7. Conclusion

Cette période d'alternance au sein du service informatique de la Communauté de Communes Sud-
Estuaire a pleinementrépondu ames attentes et aux objectifs fixés. Les différentes activités réalisées
ainsi que I'environnement m'ont permis de mobiliser des connaissances variées et d'en acquérir de
nouvelles dans un contexte professionnel réel.

Sur le plan technique, j'aidéveloppé des compétences solides en gestion de solutions ITSM avec GLPI
(inventaire automatisé, ticketing, gestion d'actifs), en déploiement systéme avec FOG Project (boot
PXE, clonage d'images, Sysprep, fichiers unattend.xml), et en administration systéme Linux. J'ai
approfondi mes connaissances en intégration Active Directory (LDAP/LDAPS, authentification
centralisée, GPO), en gestion de bases de données MySQL/MariaDB, et en sécurisation des services
(HTTPS, certificats SSL). Le support utilisateur quotidien m'a également familiarisé avec des outils
professionnels tels que Cisco Webex, OCS Inventory et les bonnes pratiques de documentation
technique.

Au-dela des compétences techniques, cette alternance a renforcé mon autonomie et ma capacité a
travailler en mode projet. J'ai appris a analyser des besoins, planifier des étapes, documenter mes
réalisations et proposer des solutions adaptées. Le travail en équipe avec les techniciens du service
informatique m'a permis de comprendre l'importance de la communication et du partage de
connaissances dans un environnement professionnel.

L'alternance offre une valeur ajoutée indéniable par rapport a la formation théorique. La
confrontation aux problématiques réelles, aux contraintes de production et aux attentes des
utilisateurs apporte une dimension pratique essentielle. Cetteimmersion professionnelle me permet
de mieux comprendre lesenjeux du métieret de développer une vision concrete de I'administration
réseau et systéeme.

Cette expérience confirme mon projet professionnel et ma volonté de me spécialiser dans
I'administration des systémes et réseaux. A l'issue de mon BTS SIO option SISR, je poursuivrai mes
études en BAC+4 Administrateur Systeme et Réseau a I'ENI en alternance. Cette formation me
permettrad'approfondir mes compétences techniques, de développerune expertise en architecture
réseau, virtualisation et sécurité, et de me préparer aux responsabilités d'un poste d'administrateur
systeme confirmé.
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8. Annexe

8.1 FOG : Unattend.xml

<?xmlversion="1.0" encoding="utf-8"?>
<unattend xmlns="urn:schemas-microsoft-com:unattend">
<settings pass="specialize">

<component name="Microsoft-Windows-Shell-Setup" processorArchitecture="amd64"
publicKkeyToken="31bf3856ad364e35" language="neutral" versionScope="nonSxS"
xmins:wecm="http://schemas.microsoft.com/WMIConfig/2002/State">

<ComputerName>*</ComputerName>
<RegisteredOrganization>NTX</RegisteredOrganization>
<TimeZone>Romance Standard Time</TimeZone>
</component>
</settings>
<settings pass="oobeSystem">

<component name="Microsoft-Windows-International-Core" processorArchitecture="amd64"
publickeyToken="31bf3856ad364e35" language="neutral" versionScope="nonSxS"
xmins:wcm="http://schemas.microsoft.com/WMIConfig/2002/State"
xmins:xsi="http://www.w3.0rg/2001/XMLSchema-instance">

<InputLocale>fr-FR</InputLocale>
<SystemLocale>fr-FR</SystemLocale>
<UlLanguage>fr-FR</UlLanguage>
<UlLanguageFallback>fr-FR</UlLanguageFallback>
<UserlLocale>fr-FR</UserLocale>

</component>

<component name="Microsoft-Windows-Shell-Setup" processorArchitecture="amd64"
publickeyToken="31bf3856ad364e35" language="neutral" versionScope="nonSxS"
xmins:wecm="http://schemas.microsoft.com/WMIConfig/2002/State"
xmlns:xsi="http://www.w3.0rg/2001/XMLSche ma-instance">

<OOBE>
<HideEULAPage>true</HideEULAPage>
<HideLocalAccountScreen>true</HidelLocalAccountScreen>

<HideOEMRegistrationScreen>true</Hide OEMRegistrationScreen>
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<HideOnlineAccountScreens>true</HideOnlineAccountScreens>
<HideWirelessSetupInOOBE>true</HideWirelessSetupInOOBE>
<NetworkLocation>Work</NetworkLocation>
<ProtectYourPC>3</ProtectYourPC>
<SkipMachineOOBE>true</SkipMachineOOBE>
<SkipUserOOBE>true</SkipUserOOBE>
</OOBE>
<UserAccounts>
<AdministratorPassword>
<Value>NTxwin44.</Value>
<PlainText>true</PlainText>
</AdministratorPassword>
<LocalAccounts>
<LocalAccount wem:action="add">
<Password>
<Value>NTxwin44.</Value>
<PlainText>true</PlainText>
</Password>
<Description>Compte Technique</Description>
<DisplayName>TechNTx</DisplayName>
<Name>TechNTx</Name>
<Group>Administrators</Group>
</LocalAccount>
</LocalAccounts>
</UserAccounts>
<AutolLogon>
<Enabled>true</Enabled>
<Username>TechNTx</Username>
<Password>

<Value>NTxwin44.</Value>
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<PlainText>true</PlainText>

</Password>

<LogonCount>1</LogonCount>
</AutolLogon>
<TimeZone>Romance Standard Time</TimeZone>
<RegisteredOrganization>NTX</RegisteredOrganization>

</component>
</settings>

</unattend>
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